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1. Technical Background

1.1 Acoustic Emission Technology Introduction

Acoustic emission (AE) is the phenomenon of transient elastic waves generated by the rapid release of
energy from local sources in materials, sometimes also known as stress wave emission. The acoustic emission
testing technology is the acoustic detection method by receiving and analyzing the acoustic emission signals
to evaluate the material performances or structural integrity. The deformation and crack propagation of
materials under stress are important mechanisms of structural failure. The source directly related to
deformation and fracture mechanism is called acoustic emission source.

The principle of acoustic emission detection is shown in Figure 1-1. The elastic waves emitted from the
acoustic emission source finally propagate to the surface of the material, causing the surface displacement
that can be detected by the acoustic emission sensor. The sensor converts the mechanical vibration of the
material into an electrical signal, which is then amplified, processed, and recorded. By analyzing and inferring

the recorded acoustic emission signals, the mechanism of the acoustic emission of the material is understood.
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Fig. 1-1 Block diagram of acoustic emission testing principle

1.2 Main Purpose of Acoustic Emission Testing

® [ocate the acoustic emission source.
® Analyze the properties of the acoustic emission source.
® Determine the time and load of the AE occurrence.

® Assess the severity of the acoustic emission source.
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1.3 Characteristics of Acoustic Emission Testing

The discovery of each acoustic emission source indicates the application of AE system. The AE testing

method is different from other conventional NDT methods in many aspects:

It is a dynamic detection method. The detected energy comes from the object itself, not from the
detection instrument.

It is sensitive to linear defects and can detect the movement of the defects under external structural stress.
It can detect and evaluate the state of the defects in the whole structure.

The system can provide real-time or continuous information of the defects changing with the external
variables, such as load.

The requirement of approaching the detected objects is not high.

It can be used for inspection of pressure vessels in service.

When used in pressure tests of pressure vessels, it can prevent catastrophic failure of the inspected object
caused by unknown discontinuous defects and limit its maximum working pressure.

It is suitable for object detection with complex geometry.

By finding the hidden defects, even in some unreachable parts of the structure, the spread of the

damages can be prevented. That is the main purpose of the AE detection/monitoring.

1.4 Applications of Acoustic Emission Technology

Currently acoustic emission technology has been applied in many fields, including the following aspects:
The petrochemical industry

The power industry

Material test

Civil Engineering

The aerospace and aviation industry

Metal Process

The transportation industry



1.5 Key Terms of Acoustic Emission Technology

1)

Starting point of AE signal: the starting point of an AE signal recognized by the system processor, is
usually when the amplitude begins to exceed the threshold.

End point of AE signal: the end point of the AE signal, which is usually defined as the last time that the
signal amplitude crosses the threshold.

Duration: the time interval between the beginning and the end of the acoustic emission signal.

Rise time: the time interval between the starting point of AE signal and the peak of the AE signal.
Sensor array: a combination of two or more sensors placed on a component to detect and determine
the position of the source in the array.

Attenuation: the decrease of the AE amplitude per unit distance, usually expressed in dB per unit
distance.

Average Signal Level (ASL): the time average logarithmic value of the acoustic emission signal after
rectification. The amplitude of the acoustic emission signal is measured in logarithmic scale, in unit of dB.
At the input of the pre-amplifiers, 0dB = 1uV.

RMS: Root mean square. The effective average value of the signal amplitude, in unit of V.

Channel: a complete acoustic emission channel consists of a sensor, a pre-amplifier or an impedance
matching transformer, a filter, a secondary amplifier, a connection cable and a signal detector or

processor.

(10) Counts: also known as ring-down counts. In the selected detection interval, the number of times the AE

signal crosses the present threshold.

(11) Event: a local material change giving rise to acoustic emission.

(12) Event count: the number of events that can be detected by the AE instrument.

(13) Couplant: the material filled between the contact surface of the sensor and test structure, which can

improve the ability of sound energy passing through the interface in the process of acoustic emission

monitoring.

(14) Decibel (dB): logarithmic measurement value of AE signal amplitude referring to 1uV, dB = 20Ig(A/1uV),

where A is the amplitude voltage value of the measured AE signal.
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(15) Dynamic range: the decibel difference between the overload level and the minimum signal level (usually
determined by one or more factors in the noise level, low-level distortion, interference, or resolution
level) in a system or sensor.

(16) Effective sound velocity: the sound velocity calculated based on arrival time and distance determined
by the artificial acoustic emission signal, for the use of source location.

(17) Burst acoustic emission: the qualitative description of the discrete signals related to an independent
acoustic emission event in the material.

(18) Continuous acoustic emission: the qualitative description of the continuous signal level produced by
the rapid occurrence of acoustic emission events.

(19) Energy: elastic energy released by acoustic emission events.

(20) Threshold: the threshold value for monitoring the triggered AE signal.

(21) Monitoring area: part of the structure monitored by AE sensors.

(22) Detection range: the part of the test object evaluated by acoustic emission technology.

(23) Felicity effect: the presence of AE at stress levels below the maximum previously experienced.

(24) Felicity ratio: the ratio of the stress at presence to the maximum stress applied last time.

(25) Floating threshold: a dynamic threshold established by the time average of the amplitude of the input
signal.

(26) Hit: any signal that exceeds the threshold and causes a system channel to collect data.

(27) Kaiser effect: under a fixed sensitivity, there is no detectable AE signal before the stress level is exceeded.

1.6 Key Terms in RAEM1 System

(1) Channel: a channel through which the acoustic emission signal enters the acquisition card through
sensors, amplifiers, and data cables for independent processing.

(2) Sampling rate: also known as sampling speed, the number of sampling points per second of analog
voltage signal acquired by the ADC module; for example, 10MSPS, means 10M (=10°) points per second.

(3) Sampling accuracy: the sampling accuracy determines the minimum resolution of the signal within the
input voltage range. For example, in the 20Vpp input range, the 16-bit sampling accuracy means that
the voltage of 20V is divided into 2° units, i.e., the step is about 0.305 mV. The higher the accuracy, the
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higher the resolution of the signal.

(4) TCP/IP: also known as network communication protocol, a data transmission protocol widely used by
computers.

(5) AST: automatic sensor testing, which refers to the technology that the sensor transmits a mechanical
pulse signal under a voltage excitation, and it is received by the adjacent sensors to evaluate the
sensitivity of adjacent sensors.

(6) ADC: analog to digital conversion, i.e., analog voltage signal is converted into digital signal.

(7) Analog filter: filter applied in the analog circuit. The product uses 4th order Butterworth analog filter
before ADC.

(8) Pre-amplifier amplifies the weak voltage signal output from the sensor and applies impedance
transformation, to adapt to the electronic amplification circuit for long-distance signal transmission, and
outputs analog signals.

(9) Coaxial cable: the signal cable that transmits the pre-amplifier output signal to the acquisition host. The
inner layer is a single core wire, and the outer layer is a shielding coating layer. Generally, the impedance
is75 Q.

(10) loT: Internet of Things.

(11) Hit extract sample mode also known as “envelop collection”. It uses the threshold, HDT, HLT and so on
to recognize or define a hit AE signal, including its start and end and length.

(12) Time parameter sample mode: the mode collects each AE hits by the set threshold and the sample
length.

(13) System rating: users set the system rating rules by the parameters intensity (how big the parameter is)
and activity (how many times it appears). If the sampled parameters exceed one rating level, it will be
rate at that level.

(14) EET: enforced end time, in unit of micro-second (us). It ranges from 1 ~ 50000us. When the AE hit is
continuously higher than the threshold value, and the set HDT cannot define the end of the AE signal,
the EET takes effect which means it is the duration of the current hit and other related AE feature

parameters are calculated based on this duration. EET is effective only in Hit Extract sample mode, not in

Time parameter sample mode.

(15) HDT: Hit definition time, also known as the envelop definition time, in unit of micro-second (us). the



setting range is 100 ~ 50000us (positive integer), can be directly input in the text box. It refers to the
waiting time interval of a hit signal to correctly determine the end point of that hit signal. When the set
HDT value is greater than the time interval T between two adjacent wave packets that exceed the
threshold, the two wave packets will be classified as one acoustic emission hit signal; if the set HDT value
is less than the time interval T when the two wave packets cross the threshold, the two wave packets are
divided into two acoustic emission hit signals. For the same signal, the greater the HDT is, the fewer the

AE parameters are extracted, while the smaller the HDT is, the more AE parameters are extracted.

T Threshold

F\;l\“: D .,.._......_...n.'!!‘;."" S
f

Fig. 1-2 HDT definition diagram

HLT: Hit lock time, in unit of micro-second (us). The setting range is 1 ~ + ® (positive integer), can be
directly input in the text box. To avoid receiving the reflected waves or late waves, HLT is the set time
window for closing the measurement circuit. At the end of the current acoustic emission event after a
HDT time, there is a period (HLT) that the signal will be ignored. This window is called hit lock time. The
value is affected by the signal attenuation, structure size, etc. If the setting value is too big, the subsequent
AE signal will be missed. As shown in the figure below, the next AE signal T period has passed the

threshold, but the HLT has not finished, so the signal in T period will not be collected.

| Actual interval T

HLT threshold
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Fig. 1-3 HLT definition diagram

(17) U3H: When it says U3H, it may refer to the U3H format for data files, i.e., PRA and AED format. Sometimes,

it may also refer to the SWAE software server (because previously it only connects to U3H instruments).



2. Product Introduction

RAEM1 Remote Acoustic Emission system adopts ZYNQ approach with AD4001 chip as the base layer
and 4G/Wi-Fi/Ethernet built-in, and supports loT operations, such as cloud data storage and cloud data
reporting.

The up-to-date firmware version is V1.0.56_20220530, and the configuration software version is 2.14.2.35.

loT AE System

B cE 0 o

Client PC Server Mopile

AE single/ group module

AE single/ group module AE single/ group module

Network modes: WiFi, Lora, Zighbee

Fig. 2-1 loT AE system

2.1 RAEM1 Introduction

RAEM1 remote acoustic emission system consists of three parts:

® RAEMI1 (AE sensor, signal acquisition, communication)

® Platform (cloud server, LAN, PC, phones)

® C(Client end (phones, PC, screens)

RAEM1 is an intelligent loT acoustic emission system integrating AE signal acquisition control, analysis,
storage with communication. RAEM1 host is an aluminum alloy cylinder with PCB boards inside and a magnet
bottom. Each RAEM1 represents an acoustic emission channel. RAEM1 includes pre-amplifier power supply,
signal conditioning, filtering, ADC and digital signal processing, data output interfaces, data storage and

remote communication modules. Acoustic emission sensors can be built-in or external to RAEM1. Power
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supply can also be built-in or external. Multiple data communication methods (Wi-Fi/ 4G/ Ethernet/ RS485

etc.) can be selected based on the user's demands. There is SD storage card built-in to prevent stored data

loss when the power is lost.

ﬁ AE Sensor ﬂ

Signal conditioning, including impedance.
transformation, amplification, filtering

3

Analog to digital conversion and digital signal
processing, including A/D, SoC, FPGA and ARM
signal processing.

L

Communication module:
\ 4G / Wi-Fi / Ethernet / RS485 /

loT platform, server, monitoring room, PLC,

alarm, mobile phone, computer

Fig. 2-2 RAEM1 Functional modules flow diagram.

Output data types are AE parameters, waveform, and parameter ratings. Anyone to all three data types
can be selected to stored and output. Data can be uploaded to the cloud loT platform for display (e.g.,
Qingcheng Alibaba Cloud or Qingcheng loT Cloud), or be downloaded to the client computers for post
analysis using Qingcheng professional AE signal analysis software. It can also be sent to Qingcheng SWAE
software directly for real-time analysis.

This user's manual will introduce the regular version of RAEM1 system and its connection, configuration,

and usage. It starts with product parts and connection, followed by system communication and configuration.



2.2 Hardware Introduction

The regular RAEM1 system consists of a RAEML1 cylinder connected with an external sensor and 12V DC

power supply, and one or two types of communication methods, including Ethernet and Wi-Fi or 4G network.

iE (Note):
sc#k (Solid Line) : HE5%#E (wired connection)
JE4 (Dotted Line) : Fo4&i%#E (wireless connection)

fERAE (Module built-in)
— —_— - === (\b
(4 (2 S T
,/
e =i FS [
Cloud Platforms  Server
A E (Module built-in) 7
= _ LoRa | . :
o - e
r—/ v
LoRaWA4N %
RAEM1 = zigbee Gateway
/RAEM2 —_—
e % N l s il
R5-405 PC Phone

Fig. 2-3 Regular version of RAEM1 connection diagram

Figure 2-4 is a set of RAEM1 hardware which equips with the Ethernet and 4G communication. The set
includes a RAEM1 with a magnet base, an integral preamp sensor (and the magnetic holder), a 4G extension
antenna, a coaxial cable, 12V power adaptor, and the wire connector with Ethernet cable and power cable.

The top of RAEM1 indication is as Figure 2-5;

€ Power switch: turns on or off the power supply of the device.

€ Cable socket: the connector socket to be plugged in the wire connector with Ethernet cable and

power cable.

€ Sensor connector: to connect to sensor via the coaxial cable.

€ Antenna connector: to connect the extension antenna.

€ Three indicator lights:

B POWER Light: shows the status of the device power. After connecting to power and turning
on, it should be solid on.

B RUN Light: shows the operation states of the device. During normal operation, the RUN light
should be flashing every second.

B ALARM Light (still in development, function to be confirmed): Hit/Alarm indicator. When

there is a hit, the ALARM light flashes once.
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R

Connector with Ethernet

cable and power

= .

Sensor and magnetic holder Sensor Coaxial cable 12V power adaptor

Fig. 2-4 Regular version of RAEM1 set hardware.

Power
Switch

Cable Socket

Sensor

Alarm ‘

Fig. 2-5 Regular version of RAEM1 top part function diagram
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2.3 RAEML1 Technical Specifications

® Single channel AE input, sampling rate 2MHz, sampling accuracy 16-bits.

® Signal input bandwidth 10k-1000kHz.

® The dynamic range is 70dB.

® Compatible sensors: integral preamp series of sensors.

® Sensor preamp supply voltage and gain: 12V34dB, 28V40dB, 5V26dB.

® Signal trigger and time trigger to collect data, flexible system sampling cycle and collection time settings
(cycle days, collection time in one day, start and stop time of collection).

® The sampling length, the number of times and the intervals of time trigger can be set.

® The system noise ASL is better than 30dB.

® Qutput data types: waveform, parameters, parameter ratings.

® Original waveform or filtered waveform data.

® Acoustic emission HIT parameters, including arrival time, amplitude, ring-down count, energy, rise time,
duration, RMS, ASL.

® Parameter ratings, based on the national and international AE monitoring standards, can automatically
generate intensity ratings, activity ratings, and intensity activity ratings.

® The built-in 64G memory SD card can store the above three types of data.

® Optional communication methods: 4G, Wi-Fi, Ethernet, RS485.

® Battery power supply or external power supply, power adaptor outputs 12V DC.

® Operational temperature: -20°C--+50°C;

® The protection grade of collector is IP65.

® Cylinder dimensions: ®62mm, height 105mm;

® The module has magnetic base and can be absorbed on the metal surface.

2.4 Quick Start of RAEM1

The regular version of RAEM1 (Wi-Fi + Ethernet) connection steps are as followed:

1) Read the RAEM1 label to figure out the match power adaptor and sensor. The input voltage is 12V. The
11



sensor type is normally the integral sensor with built-in preamplifier. The preamp voltage is supplied by
RAEM1 “sensor” port. The analog filter in RAEM1 also requires the sensor frequency range to match. If
mismatching the sensor type, it may cause some damages on the sensor or not fully functioning. So

please pay attention to the label.
g N
RAEM1

SN:qgc_raem1_164
Input: 12V/1A Output: 28V

Filter: 125-170kHz (150kHz)
Debug Port: 6171
https://w w w.aendt.com

Fig. 2-6 Regular version of RAEM1 Product Label

2) Plug in the wire cable (one with Ethernet cable and the power cable) to the cable socket on top of the
RAEML1.

3) Connect the black power cable to the power adaptor (12V) and plug in the power adaptor to the wall
adaptor of AC power.

4) Connect the antenna and the sensor (double check the RAEM1 label for matching preamp voltage and
filter range) to the RAEM1; (The complete connection diagram is shown below)

5) Turn on the power switch and wait for the POWER light to be solid and the RUN light to start flashing.

6) If the RAEM1 device has been configured previously, RAEM1 can automatically connect to the Wi-Fi and
start data acquisition and transmission.

7) But for the first-time use, plug in the Ethernet cable to the computer for local operations. For the first

time use, it is required to configure the Ethernet settings in PC. Please follow Section 3.1 to configure Ethernet

settings.
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Ethernet Cable
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Power Adaptor
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Fig. 2-7 Regular version of RAEM1 Hardware Connection
2.5 Configuration Tool and Software and Cloud Introduction

After powering RAEM1, it automatically starts to collect data and communicate through the existing
configurations and communication connections. Users can check the RAEM1 current configurations and
modify the settings through their equipped communication methods. Some communication methods also
support real-time parameters display, or even real-time waveform and parameter display and analysis.

The factory configuration settings of the RAEM1 are the recommended configurations and they have
passed the factory tests. It is suggested to use the default configurations. If the configuration is required to
be modified, it is suggested to save the default factory configuration as a configuration file in the computer
before modifying the configurations. Please see Section 4 for configuration file save and read.

RAEM1 starts to collect data automatically after start. When there is a HIT event or multiple HITs
happened, RAEM1 will pack the data in 5 seconds including all the HITs during this time and generate a zip
file. When there is no HIT, there will be no data files. Based on different communication methods, the files can

be stored in the local storage SD card or be uploaded to the cloud servers. After data acquisition, users can
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use the cloud or the local network to access and download RAEM1 data packs.

There are three ways to configure RAEM1s. One way is through the “RAEM1 Configuration” tool

developed by Qingcheng company for this specific purpose. Another way is through Qingcheng loT Cloud

for remote configuration. The third method is the online debug function on the Qingcheng Alibaba Cloud

Platform.
There are many ways to view and download RAEM1 data. Users can view the real-time parameters and

parameter ratings online through Qingcheng Alibaba Cloud (currently not available for data downloads yet).

Or users can use Qingcheng loT Cloud to view real-time parameter and waveform, configure RAEM1 and

download the data from the cloud. Users can also choose to upload the data to the AWS S3 storage buckets.
Another method is to connect RAEM1 directly to Qingcheng SWAE software for real-time AE signal
acquisition, data view analysis and parameters and waveform data storage.

The table below lists all the communication methods and their corresponding software or platforms for

RAEM1 configuration and data access:

Communication Configuration Real-time Data View Data Download

Ethernet RAEM1 Configuration Software SWAE RAEM1 Configuration Software
Wi-Fi
RAEM1 Configuration Software SWAE RAEM1 Configuration Software
(Hotspot Mode)
RAEM1 Configuration Software/ RAEM1 Configuration Software/
Wi-Fi SWAE/
Qingcheng loT Cloud/ Qingcheng loT Cloud/
(Router Mode) Qingcheng loT Cloud
Qingcheng Alibaba Cloud AWS S3
Qingcheng loT Cloud/ Qingcheng loT Cloud/
4G Qingcheng loT Cloud
Qingcheng Alibaba Cloud AWS S3

Table 2-1 Regular version of RAEM1 communication methods and software

> RAEM1 Configuration Software: is a Windows executable software specified for RAEM1 configuration

developed by Qingcheng company. It requires RAEM1 to connect to the computer, via cable connection
using Ethernet or wireless connection through Wi-Fi. Using the RAEM1 Configuration Tool software, it
can access and modify the RAEM1 device information, acquisition settings, data storage, communication

settings, system settings and file view for data downloads. Please see Section 4 for more detail.

/#E RAEM1.exe

14



#E RAEM1 Configuration - 7

RAEM1 Configuration

4 Device Information r Sample Settings r Network Settings r Storage Settings r System Settings r File View

Device ID: qc_raeml_4G_05

Device Name: |raeml_zyng

Fig. 2-8 Screenshots of RAEM1 Configuration software

» Qingcheng loT Cloud: is Qingcheng’s own loT cloud platform specified for Qingcheng'’s 10T products. It

requires wireless communication modules in RAEM1, such as 4G network or Wi-Fi. After logging into
Qingcheng loT Cloud, users can view real-time parameters, waveform, and ratings, and modify RAEM1
configurations remotely, as well as downloading AE data from the cloud servers which are uploaded by
RAEM1 remotely. Please see Section 5 for more detail.

» Qingcheng Alibaba Cloud: is the cloud platform setup by Qingcheng based on the Alibaba loT platform.

It also requires wireless modules in RAEM1, such as 4G network or Wi-Fi. After logging into the
Qingcheng Alibaba account, it allows users to view real-time parameters and parameter ratings. It also
supports online debug functions to control and configure RAEM1s. Please see Section 6 for detail usages.
» SWAE: SWAE software is a professional AE software developed by Qingcheng company to support the
use of the Qingcheng AE equipment, including U3H and RAEM series. It allows users to view real-time
AE feature parameters and waveform collected and sent by RAEML1. Please see Section 7 for more detail.
> AWS S3: RAEM1 also supports to upload data to AWS S3 bucket. Please see Section 8.2.2 for more

information.

In the following sections, each communication method will be introduced with their detail connection

methods and compatible software and cloud servers, followed by each software introduction and cloud server

usage.
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3. Communication Method Configuration

3.1 Ethernet Connection

RAEM1 can directly connect to PC using Ethernet. Or multiple RAEM1s can connect to PC at the same
time via the switches and routers. After the hardware connection, it needs to configure the computer network
settings so that they can be connected to the software (listed in Table 3-1) for the remote configuration and
control purposes. View and follow the corresponding software introduction sections for setup instruction

guides.

—

—
1 Ethernet

Cable
PC RAEM1

<}={><1=(>D

Ethernet Switch Ethernet
PC Cable Cable RAEM1

[

Fig. 3-1 RAEM1 Ethernet Connections

Communication Configuration Real-time Data View Data Download

Ethernet RAEM1 Configuration Software SWAE RAEM1 Configuration Software

Table 3-1 Ethernet Connection and corresponding software

The default Ethernet IP address is 192.168.0.101. When connecting directly to PC but the connection
fails, please follow the steps below to configure LAN attributes and then try to connect PC again:

» Ethernet Duplex Mode: open “Control Panel” >> “Network and Internet” >> “Network
Connections”. Choose the local area connection. Right click and choose “Properties” and then choose
“Configure.”. In the “Advanced” Tab, choose “Speed & Duplex”. On the “Value” drop-down menu, select

“100Mbps Full Duplex”. Click “OK” to confirm.
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Shutdown Wake-On-Lan 100 I"-I'It':us uII '
Speed & Duplex £ :
TCP Checksum Offioad (IPv4) 200 hbps Haf Duplex
TCP Checksum Offload (IPv6) £ Tegetiston
Transmit Buffers
IUDP Checlksum Cffload (IPv4) E
UDP Checksum Offload (IPvE)
Walee on Magic Paclet
Walke on pattem match —
WOL & Shutdown Link Speed e

| ok || cancel

(©)
Fig. 3-2 LAN Full Duplex Mode (a/b/c)

» Configure Ethernet IPv4: choose “Internet Protocol Version 4 (TCP/IPv4)”, and then click
“Properties”. In the pop-up window, check “Use the following IP address:”. Then enter the “IP address.” as
192.168.0.XXX (XXX can be any two or three digital numbers or use the default 192.168.0.101). “Subnet

mask:” is 255.255.255.0. “Default gateway” is 192.168.0.1. Click “OK" to confirm.

Note: When using the Ethernet-PC connection to configure RAEM1, make sure to turn off the WLAN

function on the computer to connect to the RAEM1 Configuration software.
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U Ethernet Properties *
Metworking  Sharing

Connect using:

I? Realtelk. PCle GEE Family Controller

This connection uses the following tems:

9005 Packet Scheduler ’.-4"" ”

iR ntemet Protocol Version 4 (TCP/IPvd)

O 2 Microsoft Network Adapter Muttiplexor Protocol

4 Microsoft LLOP Protocol Driver

. Intemet Pratocol Version 6 (TCP/IPvE)

& Link-Layer Topology Discovery Responder

4 Link-Layer Topology Discovery Mapper 110 Driver W

£ >
Ingtall .. Uninstall Properties

Description /

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

QK Cancel

()

Internet Protocal Wersion 4 (TCR/IPw) Properties \E\

General

Wau can get IP settings assigned automatically if vour network supports
this capahility. Otherwise, you need ko ask vour netwark administrator
for the appropriate IP settings.

(71 Obtain an IP address automatically

(@ Use the Following IP address::

IP address:
Subnet mask:

Default gateway:

Obtain DMS server address aukomatically
(@) Use the following DS server addresses:

Preferred DNS server:

Alternate DMNS server:

[ walidate settings upon exit

[ Ok ][ Cancel ]

(b)
Fig. 3-3 Ethernet IP Settings
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3.2 Wi-Fi Connection

There are two modes for Wi-Fi connection, the Hotspot mode and Router mode, as shown in Figure 3-
4. After successful connection, it needs to configure the PC and the RAEM1 to be able to connect to the
corresponding software listed in Table 3-2 for further operations. View and follow the corresponding software

sections for connection and instructions.

' < WiFiZL=iEt >
HOtSpOt Mode E

RAEM1 pC

(a) Hotspot Mode Connection

WiFi/

' < WiFIiEEHRER, > <
Router Mode BEas WL
Router Ethernet Cable E)

PC

RAEM1
(b) Router Mode Connection
Fig. 3-4 RAEM1 Wi-Fi Connection Diagram

Communication Configuration Real-time Data View Data Download
Wi-Fi
RAEM1 Configuration Software SWAE RAEM1 Configuration Software
(Hotspot Mode)
RAEM1 Configuration Software/ RAEM1 Configuration Software/
Wi-Fi SWAE/
Qingcheng loT Cloud/ Qingcheng loT Cloud/
(Router Mode) Qingcheng loT Cloud
Qingcheng Alibaba Cloud AWS S3

Table 3-2 Wi-Fi Connection and Corresponding Software
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3.2.1 Hotspot Mode

RAEM1 Wi-Fi Hotspot mode connection is like the Ethernet connection but using wireless instead of
Ethernet cable.

The factory default mode of RAEM1 is Hotspot mode. At this mode, RAEM1 will release a Hotspot for
connection. The Hotspot information is as listed in the table below. The name is gc_raem1_wifi_xxxx (e.g.,

gc_raem1_wifi_0001), and the password is 88888888. When the computer connects to the RAEM1 Hotspot, it

can configure the RAEM1.

Hotspot Name gc_raem1_wifi_xxxx
Hotspot Password 88888888
Device Address 192.168.100.1

Table 3-3 RAEM1 Hotspot mode information

3.2.2 Router Mode

Refer to Figure 3-4 (b) for connection. Under the Router Mode, if the router can access the Internet,
RAEM1 can acquire dynamic IP address and communicate with the server. By accessing the Internet through
the router, it can log in the cloud platform to configure RAEM1 settings and view or download data. If there
is no Internet in the router, it can configure the settings and access data through local network, same as
Ethernet and Hotspot mode.

Before configuring RAEM1 to router, find out the router ID and password and router network address. It
is important that the router network subnet is non-zero. Because the default LAN static address of RAEM1

is at 192.168.0.XXX. To avoid network address conflicts, make sure the router is at 192.168.Y.XXX., which Y

must not be zero.

¥iFi settings

' Hotspot mode © Router mode Router ID: |qc_wifi_test Router password: 88888888

Fig. 3-5 Modify to Router Mode (RAEM1 Configuration software)

Then configure the RAEM1 to router mode in the RAEM1 Configuration software.

Test case: a router ID was “gc_wifi_test” and the password was 88888888. Because the default Wi-Fi mode
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of RAEM1 was Hotspot mode, so it needs to connect RAEM1 to the RAEM1 Configuration Software through
RAEM1 Hotspot or Ethernet cable first to change the Wi-Fi mode configuration. In the RAEM1 configuration
tool software, check the desired device in the checkbox and change the “communication setting” from
Hotspot mode to Router mode and enter the router ID and password. Click “Set Device” button in the top
right corner to send the configuration to the device. Right click on the device and select “Reboot device” to
make the router mode take effect. After rebooting RAEM1, it automatically connected to the router.

Note: It may take some time for the RAEML1 to reboot. Please DO NOT interrupt or turn off the RAEM1
before it completes the rebooting and starts running normally.

After configuring it as Router Mode, RAEM1 will need to be restarted to connect to the preset Router ID
automatically. The configuration setting in the RAEM1 Configuration software is as shown in Figure 3-5. Please
see Section 4.3.2 for more information.

In the router mode, after both the RAEM1s and the PC connect to the router, it will list all the RAEM1
that are connected to the route in the RAEM1 Configuration software. Users can select devices to configure

based on their device IP or ID.

3.3 4G Connection

The 4G module needs a 4G SIM card with data available. RAEM1 doesn’'t come with 4G SIM cards. So,
users need to source their own 4G SIM card and install it in the RAEM1. It might require to change the 4G
network APN of the RAEM1 in the RAEM1 Configuration software (“System Settings” >>

“Other” >>"System APN") through Ethernet cable for the first time setup.

Other
Debug port S: 7000 Debug port C: | 6122 Modi £y

Clrcuilt Magnificatic 1.942376

Preamplifier (dE} : 100

System APN: cmnet /

Fig. 3-6 Wi-Fi Hotspot Mode Connection
1) Carefully rotate the top plastic part of the RAEML1 in anti-clockwise direction so that the PCBs are

exposed.
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2)

Find the SIM card slot on the 2nd PCB layer from the top.

Insert the 4G SIM card into the SIM card slot. Make sure the cut corner should be inside the slot and
the metal interface is facing down.

Push the SIM card in the slot completely. You should feel that there is a click feeling when the SIM
card is well inserted.

Gently and carefully rotate the PCBs back in the cylinder in clockwise direction. When rotating the
part in the cylinder, be careful not to over-bend or damage the ribbon cable in between the PCB
and the cylinder case. Try not to open RAEM1 cylinder many times because it might accidentally

break the hardware and it will require repairing.

Fig. 3-7 Insert 4G SIM Card

4G network connection automatically starts after powering. It doesn’t require manual operation. It can

enhance the 4G signal strength by connecting the external antenna. After successful connection, it can use

the software in Table 3-4 for configuration and operations. Review and follow the corresponding software

introduction sections for connection and operations.

Communication Configuration Real-time Data View Data Download

Qingcheng loT Cloud/
Qingcheng Alibaba Cloud

4G Qingcheng loT Cloud

AWS S3

‘ Qingcheng loT Cloud/

Table 3-4 4G corresponding software
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4. RAEM1 Configuration Software

4.1 Introduction to RAEM1 Configuration Software

RAEM1 Configuration Tool Software is a Windows executive program developed by Qingcheng Company
for RAEM1 configuration purpose exclusively. Users can use the software to configure RAEM1 when RAEM1
is operating.

For the first time use, it usually requires configuring the RAEM1 wireless settings or the terminal servers
etc. To do that, it needs to connect RAEM1 to the computer through the Ethernet cable and use this
configuration software to start configuring.

A To use RAEM1 Configuration software, the firewall function and the WLAN function on the

computer must be turned off. The following is to turn off the firewall.

) Open “Windows Defender Firewall with Advanced Security”.

2 Click “Windows Defender Firewall Properties”.

@ In the “Domain Profile” tab, change the “Firewall state” from “On” to “Off".

4) Change the “Firewall state” to “Off” in the “Private Profile” and “Public Profile” tabs as well. Then click

“OK” to take effect.

ﬂ Windows Defender Firewall with Advanced Security - O X
File Action VWiew Help

@ |m

PRI o Defenor ol Abverced Sy o Lo Computer |

ﬁ gb:bund Zt.;e‘s # | Windows Defender Fire... &
£% Outbound Rules
¥ Connection Security Rules | Import Policy..,

ﬂ Windows Defender Firewall with Advanced Security provides network security for Windows computers

B, Monitoring i) Export Policy...
oy - Restore Default Policy
@ For your security, some settings are controlled by Group Palicy Diagnose / Repair
Domain Profile is Active View 4
& Windows Defender Firewall is on |G Refresh
0 Inbound connections that do not match a rule are blocked. D Properties
@ Outbound connections that do not match a nule are allowed Help

Private Profile

& Windows Defender Firewall is on

G Inbound connections that do not match a rule are blocked
‘@‘ Qutbound connections that do not match a nule are allowed

Public Profile is Active

& Windows Defender Firewall is on

0 Inbound connections that do not match a rule are blocked,
@v Outbound connections that do not match a nule are allowed

E] Windows Defender Firewall Properties IP
T

I
< > | Getting Started - v

(a)
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I Windows Firewall with Advanced Security - LDAP://CN={BAFOAOE... E4

, [Pt vt e i Pt s et
3 4

f ’ Specity behavior o a compulel is connecled lo its corporale

o domain.
f ~ State ‘
i ‘ Euewall stale ]I
i [ Inbound connections: INol conlfigured b I
- ‘ Outbound connections: |Nol configured 'I :

i - Settings 1
I 2
.| Specily settings thal control Windows ;
9| Fuenal behavior Customze |
§ |
 Logging

' | | Specily logging settings for ;
] u tioubleshooting Customize . I .

| S

0 S S

e / 0K I Cancel J Apply ]

(b)
Fig. 4-1 Turn off Windows Defender Firewall (a & b)

Decompress and open the compressed RAEM1 Configuration software package. Double click to run the
“‘RAEMl.exe” under the “"RAEM1 Configuration x_x_x_x" folder, for example. There are 32-bit and 64-bit

software (labeled with “-x64") available. Choose one that works on your environment.

| = | RAEM1 Configuration Software 2.6.0.17-x64 - O X
sttt S S = - @
« v 1 « RAE.. > RAEM1 Configuration Software 2.6.0... > v O S ##%|"RAEM1 Configuration Software 2.6.0.17-x64"

= Es "~ EwR . ferrE sem Hih
Qingcheng * Log 2022/1/18 9:58 it
gongzi [%] BCGCBPRO2510u100.dlIl 2022/1/11 12:48 FIFERESTE 10,758 KB
M1 EFHREEH [%] BCGPStyle2010Blue2510.dll 2016/12/6 15:56 NFEESTE 735 KB
(iR [] Head.xml 2020/8/14 10:09 XML T8RS 70 KB
Eid libeay32.dil 2022/1/11 13:28 NAEFETRE 1,618 KB
mfc100chs.dll 2011/6/11 1:15 NIRRT R 36 KB

@ Onebrive - Persanal mfc100u.dil 2011/6/11 1:15 RS R 5,471 KB

& WPsR [%] msvep100.dil 2002/2/1 18:02 NEESTE 594 KB

Q@ = [%] msver100.dil 2002/2/1 18:02 NFEESTE 810 KB

i 27 /E RAE1ToU3H.exe 2022/1/1413:30 g 2,649 KB

PR 5] RAE1ToU3H.Ini 2022/1/14 13:22 REeE 1KB

E| RAF1ToUSHEMIDR txt 2021/12/16 14:39 SEASTRY 2 KB

oo ST [ 7= RAEM1 exe 2022/1/18 9:54 NIFEER 1,322 KB |

= el %] RAEM1.Ini \ 2022/1/18 18:11 REgE 1KB

N ERE ] | RAEMT 8R0S It 2022/1/18 9:52 bz 6 KB

B msm ssleay32.dil 2022/1/11 13:28 NAEFETRE 374 KB

=10

boe
3 T
b ax

W =E v

16 AMRE

Fig. 4-2 RAEM1 Configuration software executive program location
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The operation steps of RAEM1 Configuration software are:

(1) Also when the first time running, it might pop up a firewall warning window. It must check both the

private and the public network options and then click “Allow access”.

@ Windows Security Alert X
ty

@ Windows Defender Firewall has blocked some features of this
app

Windows Defender Firewall has blocked some features of Java(TM) Platform SE binary on all
public and private networks.

Name: RAEM1
Publisher: QingCheng AE Institute Co. Ltd
Path: CAusers\yatin\desktop\qingcheng\=R\raem1\raem 15063\

S\ raem 1 RSN \raem 1 IERIT A2 2 0 6\raem1ERTR

2V e TR T EIINAS caen?

Allow Java(TM) Platform SE binary to communicate on these networks:
Private networks, such as my home or work network

Public networks, such as those in airports and coffee shops (not recommended
because these networks often have little or no security)

What are the risks of allowing an app throuah a firewall?

 @Alowaccess | | Cancel
Fig. 4-3 Firewall Security Alert

2@ The RAEM1 Configuration software main interface is as shown in Figure 4-4. It mainly consists of

two big parts, the Device Configuration Information on the left window and the Device List including all

the connectable devices on the right. The tabs of different pages are on top of the device configuration
information window. Click on the tabs to switch to different pages. On top of the device list on the right shows
the current selected device IP. All the device information on the left window is from this current IP device. The
“Set Device” button on the top right corner is to send the configuration information to the selected devices.
Normally once the configurations are sent to the devices, it will take effects immediately, except for some
settings with the “Modify” buttons next to them. On the bottom left corner there are two buttons, “File
Convert” and “Other”. In the “Device Information” page, it shows the device firmware version and the

sampling status on the bottom left corner of the device information window.
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/E RAEM1 Configuration - 2.14.2.35 pl’ess to set B - *
Page Tabs

RAEM1 Configuration/ current selected |P—Select: 192.168.0.104 © =t *=ice

4 Device Information r Sample Settings { Network Settings ( Storage Settings ( System Settings r File View ( Project Data h O Device IP ID

Device ID: | gc_raemi_4g_92 » [ 192.168.0.104 qc_raenl_dz_92

Device Name: |raemi_zyng

Device Configuration Information Device List
Window Window

Software Version: V1.0.56_20220530 Sample status: On.
< >

File Convert Other h_ Other fu nctions Device: 1 QingCheng 4F Institute Co. Ltd

Fig. 4-4 RAEM1 Configuration Main Interface

(@ The software should automatically list all the connectable RAEM1 devices in the device list on the
right window (including Wi-Fi and Ethernet connections) under the current connected network. If the device
IP and ID are shown in red on the device list, it means the device is offline and it losses connection to the
software currently. Follow the steps below to debug some common situations:

a. |If a desired RAEM1 is not on the list, please check whether the “RUN" light of RAEM1 is flashing every
second.
b. If the connection is through Ethernet cable, make sure the Ethernet cable connection and the PC

configurations are correct, see Section 3.1.

c. If other connection methods are used, such as Wi-Fi Hotspot or Router mode, please check and debug

the problems based on the connection methods mentioned in Section 3.2.

Current: 192.168.0.101 B¢t Device

[] | Device IP ID
3 I:‘ 192,168, 0,101 2?97 go raeml test 0001
|:| 192, 168. 0,133 gc_raeml_test_0011

Fig. 4-5 RAEM1 Configuration Tool Device Offline
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@ If you want to change the configuration settings, please first check the checkbox of the devices you
want to update before modifying the settings in the left window. Click “Set Device” after modifications. Then
the configuration settings will be updated to the checked RAEM1s and take effects immediately. When
multiple RAEM1s are selected, all the configuration settings in the left window (except for the Device
Information page, System Settings page and part of the Network Settings page) are updated to the
selected devices for batch operations.

(B The buttons in the “System Setting" page (see the red rectangle below) only take effects on the
current selected device (see the “Current” IP on the top right corner), no matter it is checked in the checkbox
or not. If you want the batch operation of those button functions to multiple RAEM1s, you can right click on

the device list to select the batch function in the context menu after selecting multiple RAEM1s to be updated.

4 Device Information r Sample Settings r Network Settings r Storage Setting}/v System Settings r File View l 4

Time calibratiecn

Calibration = Reboot device

Sample state

Start Stop Data query

Firmware update

Firmware update Uplead firmvare files to the default path of RAENI.

Other

Debug port S: 7000 Debug port C: | 6699 Nodisy

Circuit 2.261420

Preamplifier (dB) : 100

Systen APN: cmnet

Fig. 4-6 RAEM1 Configuration Software System setting buttons.

® In the device list, right click to show the context menu. The context menu is only effective on the

selected devices in the list.

Start sampling: send command to the device to require the device to start collecting.
Stop sampling: send command to the device to stop it from collecting data.
Calibrate device time: apply the current PC time to the device.

Reread device info: read the device settings information again, whether it is checked or not.

R

Reboot device: make the device restart.
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< Firmware file upload: used to update the device firmware. It can choose one or multiple files at the
same time (maximum 20 files at a time).

< AST check: this function is exclusive for certain type of RAEM1. It requires two sensors for Auto Sensor
Test (AST) check. The device sends out the excitation signal to the transmitter sensor to generate the
acoustic waves and the receiver sensor collects the acoustic signals. Based on the receiving signals, it can
test out how the sensor sensitivity and coupling status.

< Enter sleep mode: by enabling the sleep mode, it stops acquisition, transmission, and communication
to save power. But be careful with this function because it may require some efforts to wake up the
device.

[l | Device IF 1D

3 D 192, 1658, 0. 104 gc_raeml 4g 92

Start sampling
Stop sampling

Calibrate device time

Reread device info
Reboot Device

Firmware file upload
AST check

Enter sleep mode
Fig. 4-7 RAEM1 Configuration Software context menu

@ Inthe “Network Settings” page, the “Modify” button is only to modify the current selected RAEM1's

configurations, for example Ethernet IP address, and Master/Slave settings. After changing the values in

those frames, click “Modify” buttons to pop out the window as Figure 4-9. Click the “Setup” button to send

the device. No need to click “Set Device” button after.

4 Device Informationr Sample Setting/ NetworkSettingsr Storage Settingsr System Settingsr FiIeViewr Project Data |

Ethernet settings

O Static IP ) Dynanic IF ‘ 192 . 168 . 0 . 104 ‘ Yodify

WiFi settings

O Hotspot mode ) Router mode Router ID:  gc_wifi_test Router password: 58888888

System timing

Synchronization: Network time e Master/slave: Master e Modify

Fig. 4-8 RAEM1 Configuration Software “Modify” button.
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/#E Comparison table of parameter changes

DevicelF/Modify
192.168.0.104 - Nodified: 1

Wetwork Settings/Master/slave

Original

naster

Modify

slave

Setupis)

Cancel i)

Fig. 4-9 RAEM1 Configuration Software “Modify” Confirmation window.

There are two buttons on the bottom left corner of the interface:

< File Convert: opens the “RAE1ToU3H.exe” program which converts the downloaded RAEM1 data

packages to U3H format (. PRA &. AED) or CSV format. Please see Section 9 for more detail.

< Other: there are a few options, one is to save the configurations as a file in the PC; the other option
is to read the configuration file from the PC. It also can change the display languages, between

Chinese and English. After selecting the language, it needs to click the “Reboot” button at the

bottom to take effect. The software will restart and update the display language.

The following is the introduction of RAEM1 Configuration software functions.
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4.2 Sample Settings

4.2.1 Sample Mode

There are 2 sample modes, Hit Extract mode and Time Parameters mode. The default mode is Hit Extract

mode.

B Hit Extract mode: also known as Envelop Extract mode. An effective AE hit event is defined by
threshold, HDT, HLT and EET and the shape of the hit signal is like the envelop. The HIT event is

extracted and sampled based on the set threshold, EET, HDT and HLT.

Sample mede

Sample mode: Hit Extract ~

Sanple time type: Continuous Sample

Measure lewpower interval: |0 (g) Meazure lowpower durning: 0 {a)
Sample paramneters
EET: 5000 (us)
Sanple speed: 2000 (K/z) HDT: 3000 {us)
Threshold: 30 {dE) HLT: 1000 (us)

Fig. 4-10 Sample Mode - Hit Extract Mode

B Time Parameters Mode: The AE signals are continuously over the threshold, or it is the continuous
AE signals. Then the Time Parameter mode defines each AE hit event and calculates the AE

parameter values based on the sample length (in unit of us), sample times and the sample intervals.
Sample mode
Sample mode: Time Parameters
Sample time type: Continuous Sample

Measure lowpeower interval: |0 (g) Measure lowpower durning: 0 (s}

Sanple paraneters

Sanple lensth: 1000 {us) Sample Times: 200

Sanple speed: 2000 (K/s)

Sample Interval: 100 fus)

Fig. 4-11 Sample Mode - Time Parameters Mode
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There are also 3 types of sample time modes, continuous sampling, timing sampling and interval
sampling, respectively. The sample time mode decides when it starts sampling and how long it lasts for. The

default timing mode is continuous sampling time.

® Continuous Sample: when there is a trigger signal inputs, it will start to sample since.
® Timing Sample: it can be set to sample data for a certain period in a specific date, accurate to the

seconds. The interface is shown below.
Sample mode
Sanple mode: Hit Extract ~
Sample time type: Timing Sample ~ Tining setting

Fig. 4-12 Hit Extract Mode - Timing Sample

Click “Timing setting” to add acquisition time periods:

|4 Interval setting X

Sample time list: Delete (D)

0 Days, 01 Hour, 00 Ninute, 00 Second

Start sample tim08/03/2023 [0+ ||18:04:06 = | Stop sample time08/03/2023 [+ | |19:04:06 =

Add (4]

Hote: 1. The end time must be greater than the start time.

2. The start and end time point camnot overlap with the existing set time

Cancel (C)

Fig. 4-13 Timing Sample settings page
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® Interval Sample: it can set the sample intervals and the sample period duration.

Sample mode
Sample mode: Hit Extract W
Sample tine type:Interval Sample v~  Sample duration (=) Interval duratic3 (s)
Fig. 4-14 Interval Sample settings
€ Sample duration: how long each sampling period lasts for, in unit of seconds. The minimum
duration is 5 seconds, no upper limit.
€ Interval duration: how long the intervals are between the sampling periods, in units of seconds.

The minimum duration is 5 seconds, no upper limit.

4.2.2 Sample Parameters Settings

» Sample length: the length of each sample, in unit of points. It means the length of each waveform
that can be recorded and stored. For example, if it is set to 4000, that means each waveform only

records and stores the first 4000 points. This setting is only effective to “Time Parameters” mode, not

for “Hit Extract” mode.

» Sample speed: maximum speed is 2000K/s. The value means the maximum collectable points per
second in the current channel during the AE signal collection. The higher the set value is, the higher
the sample resolution is, but also the bigger the data size is. The recommended value is about 10
times the upper limit of the concerned frequency domain. For example, if it is set to 1000, it means
it can sample 1000k points per second at its maximum.

» Threshold: system signal triggered threshold, in unit of dB. It is suitable for the burst AE signal
acquisition. It is the voltage level that determines when the AE waveform signal should start to be
recorded. When the channel is in standby state and the voltage level exceeds the set value, it triggers
to start recording. If it is in “Time Parameters” mode, its end time is decided by the “Sample length”.
But if it is in "Hit Extract” mode, its end time is decided by “HDT". According to the AE system
application environment settings, it is normally a few dB higher than the background noise. The set

range is 1~100dB (integer). 40dB is the normal threshold in engineering.
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Device Informatiog/ Sample Settings ]' Network Settings ]' Storage Settings r System Settings r File View r Projec...|b

Sanple mede

Sample node: Hit Extract ~
Sample time type:Continuous Sample

Measure lowpower interval: |0 {2) Measure lowpower durning: 0 g}

Sanmple parameters

Sample length: {us) EET: 5000 {us)

Sanple speed: 2000 (K/s) HDT: 3000 (us)

Threshold: 30 (dE) HLT: 1000 {us)
Filter

Filter Enable: Open ~

Filter high: |30 (KHz) Filter low: |175 {KHz}

Filter one: Band Pass ~ Filter two: | Disable >

Svstem rating

System rating: Disable ~| | Rating settings

Fig. 4-15 RAEM1 Configuration software Sample Settings page

EET: enforced end time, in unit of micro-second (ps). It ranges from 1 ~ 50000us. When the AE hit is
continuously higher than the threshold value, and the set HDT cannot define the end of the AE signal,
the EET takes effect which means it is the duration of the current hit and other related AE feature

parameters are calculated based on this duration. EET is effective only in Hit Extract sample mode, not in

Time parameter sample mode.

HDT: Hit definition time, also known as the envelop definition time, in unit of micro-second (us). the
setting range is 100 ~ 50000us (positive integer), can be directly input in the text box. It refers to the
waiting time interval of a hit signal to correctly determine the end point of that hit signal. When the set
HDT value is greater than the time interval T between two adjacent wave packets that exceed the
threshold, the two wave packets will be classified as one acoustic emission hit signal; if the set HDT value
is less than the time interval T when the two wave packets cross the threshold, the two wave packets are
divided into two acoustic emission hit signals. For the same signal, the greater the HDT is, the fewer the

AE parameters are extracted, while the smaller the HDT is, the more AE parameters are extracted. HDT is
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only effective in “Hit Extract” mode, but not "Time Parameters” mode.

T Threshold

9 | A
F- O L L et e (7 A Nl et
. T

]

Fig. 4-16 HDT definition diagram

>  HLT: Hit lock time, in unit of micro-second (us). The setting range is 1 ~ +® (positive integer), can be
directly input in the text box. To avoid receiving the reflected waves or late waves, HLT is the set time
window for closing the measurement circuit. At the end of the current acoustic emission event after a
HDT time, there is a period (HLT) that the signal will be ignored. This window is called hit lock time. The
value is affected by the signal attenuation, structure size, etc. If the setting value is too big, the subsequent
AE signal will be missed. As shown in the figure below, the next AE signal T period has passed the

threshold, but the HLT has not finished, so the signal in T period will not be collected. HLT is only effective

in “Hit Extract” mode, but not “Time Parameters” mode.

| Actual interval T

HLT threshold

. HDT
%M&Tﬁwﬁ—-— _:‘_-l-—-\-_-"v:r’.v——\-

y ¥
il

Fig. 4-17 HLT definition diagram

4.2.3 Filter

The filters in the software are the digital filters. There are two filters available. Filter One will be applied
first before applying Filter Two (Filter Two will be available to set in the future). The filter frequency bandwidth
is set by the “Filter high(pass)” frequency and the “Filter low(pass)” frequency. But first select the filter type for
Filter One. For example, the “Band Pass” type needs to set both high-pass and low-pass frequencies. The

“Low Pass” only use “Filter low(pass)” frequency and the “High Pass” only use “Filter high(pass)” frequency.
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Filter

Filter Enable: |Open x
Filter high: 125 (EHz) Filter lew: |175 (EHz)
Filter one: Band Pass v Filter two: | Disable ~

Fig. 4-18 Filer settings
4.2.4 System Ratings

Rating is to evaluate the overall performance levels of the current acoustic emission events according to
the defined rating rules, to make alarms or action measures in response to different rating results. Select some
parameters and set their values as different intensity levels and specify the activity levels by the number of
times that intensity levels report within a certain period. During the specified acquisition period, if any of the
collected parameters exceeds a specified intensity or activity level threshold, it will be assessed and rated to
a certain level of intensity or activity. Users can set the intensity or activity level for alarm reporting, or they
can push alarm information according to the comprehensive rating levels.

The comprehensive rating level combines both the intensity and activity levels over a period and obtains
the highest level of the comprehensive rating. The comprehensive rating level meets the NBT47013.9-2015
standard. It is important to note that the intensity level of the comprehensive rating cannot exceed 3 levels

and the activity level cannot exceed 4 levels. Otherwise, a comprehensive rating cannot be obtained.

. . Activity Level
Comprehensive Rating Level
4 3 2 1
3 4 4 3 2
Intensity Level 2 4 3 2 1
1 3 3 2 1

Table 4-1 Rating level standards

Svstem rating

System rating: Enable ~ | Rating settings

Fig. 4-19 System Rating function

In the “Sample Settings >> System rating”, enable the function and press “Rating settings”. At the bottom

left corner of the Rating Settings window, press “Add Strength” or “Add Activity” to create rating levels. Each
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rating level can have one or multiple rules. Any one rule under that rating level reaches, that rating level will
trigger and report. Each rule can also have one or more parameters as thresholds. It requires all the

parameters in the rule reach the set values to make it conform the rule.

/#E Rating settings X
Rating statistics time({22 Report strength type: Not reported w Mininun time interval (s]2
Strength *  Activity 4 b
Strength/Fule/Condition Name |Condition parameter Operatlon
=l Strengths_1 4dd/Delete v X
= Rule_1 4dd/Delete v X
ANP 70, 000000 Delete X
p ASL 3. 000000 Delete P
= Strengths_2 4dd/Delete v X
= Rule_1 Add/Delete v X
4MP §0. 000000 Delete P
=l Strengths_3 4dd/Delete v X
= Rule_1 4dd/Delete v X
ANP 80, 000000 Delete X
4dd Strength The Strength can be set up to four levels 0K (0} Cancel (2}
/#E Rating settings >
Rating statistics time( 22 Report strength type: Not reported v Minimum time interwval (s 2
Strength *  Activity 4 b
botivity Name Farameter Operation
hotivity 1 12 Delete P
hetivity 2 88 Delete x
Activity 3 900 Delete P
hetivity_4 1100 Delete P
ddd 4ctivity The Activity can be zet up to four levels OK (@) Cancal (©)

Fig. 4-20 System rating setting page
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4.3 Network Settings

The default factory device IP addresses for different connection are:

Ethernet 192.168.0.101

Wi-Fi Hotspot mode 192.168.100.1

Table 4-2 RAEM1 device IP list
4.3.1 Ethernet Settings

The Ethernet can be set as static IP or dynamic IP. It can be achieved by using the RAEM1 Configuration
software.

»  Static IP: the IP address in the text-box will be used as the device Ethernet target IP address.

Ethernet settings

O Static IP Dynamic IF 192 . 168 . 0 . 101 Nodify

Fig. 4-21 Ethernet IP settings

The default setting is static IP, 192.168.0.101. That means when the computer is set at 192.168.0.xxx, for
example 192.168.0.20, it can connect to the device.

» Dynamic IP: it will get the IP address dynamically from the router. In the device scan list window of
RAEM1 Configuration software, it lists all the connectable RAEM1s that connects to the desired routers and
other connection methods. If the device IP has changed, it will appear in the device list with a new device IP

and it can be found by identifying the device ID in the scan list.

4.3.2 Wi-Fi Settings

The default Wi-Fi mode of RAEM1 is Hotspot mode. RAEM1 releases a Hotspot for connection. The
Hotspot ID is for example “gc_raem1_wifi_0001" and the default password is 88888888. When the computer

searches for RAEM1 Hotspot, it can configure the RAEM1 after connecting to the RAEM1 Hotspot.
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WiFi settings

Hotspot mode © Router mode  Router ID: gc_wifi_test Reuter passwerd: 88888888

Fig. 4-22 Router mode settings

RAEML1 can also switch to the router mode for multiple connection or router Internet access. But before
connecting to the router, please make sure the subnet of the router address is NOT zero. It means the
router network address 192.168.Y XXX and Y must not be zero because the 192.168.0.XXX is reserved for
Ethernet connection.

When it is changed to the router mode:

(1) it needs to enter the router ID and password in the textbox in the software.

(2 Then reboot the device.

(@ Connect the computer to the router network.

After rebooting, it will automatically connect to the software with the new device IP in the device list. If
the router has access to the Internet, RAEM1 can get the dynamic IP and communicate with the serve. Through
the Internet function in the router, it can access the cloud server to configure RAEM1 and download data
remotely. If the router doesn’t have Internet function, it can access data and configuration settings through

local network and software, same as Ethernet and Hotspot mode access.

4.3.3 System Timing

System timing means the RAEM1 clock synchronization method. It depends on the device hardware
connection and communication methods.
® Network time: means to synchronize the clock with the network base time.
® Local wired time sync.: includes Ethernet, RS485 and TTL to RS485. Local timing is that among the
connected RAEM1s in the local network, one RAEM1 is chosen to be the master and others are the
slaves to be synchronized with the master clock.
® Wireless time sync.: it is exclusive to the RAEM1 with wireless sync. Module built in.

® Master/Slave: choose to be the master or slave of the clock.
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Svstem timing

Svnchronization: MNetwork time Master/slave: Master e Modify
Local wired time sync.
485 Wireless time sync.
Fig. 4-23 System timing

When the RAEM1 has RS485 communication, it can use the 485-protocol defined by Qingcheng for data
and control commands transmission. The related 485 protocol is introduced in Section 10. Please contact

Qingcheng company for latest 485 protocol in detail.

4.3.5 AWS Param

RAEM1 supports data upload to AWS S3 server. AWS S3 is Amazon Cloud storage, ideal for data storage.

The AWS S3 setup instructions are introduced in Section 8.2.2.

4.4 Storage Settings

« Data storage:

» Save Wave: whether to save the waveform to the local storage card or not. If disabled, it will not
save the waveform data. It is disabled by default.

» Save Param: whether to save the parameters to the local storage card or not. If disabled, it will not

save the parameters. It is disabled by default.

& Note:

1) The data storage mentioned above only means to the local memory card storage. When it is
disabled, the data can still be uploaded to the Alibaba Cloud server/ TCP server/ SWAE software. It is

Just NOT stored in the local SD card, as well as NOT uploading to the Qingcheng loT Cloud or AWS.

2) The data will be packed as a zip file every 5 seconds when there are HITs. But no data packs if
there is no HITs during the time.

» Upload original data: whether to send the original data (waveform and parameters) to the
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Qingcheng loT Cloud cloud server. If disabled, it will not send data to server to save the streaming

data. It is disabled by default.

< U3H Server:

>

>
>
>

Send U3H: whether to send the real-time data to the SWAE software. It is disabled by default.
Send Wave: whether to send the waveform to the SWAE software. It is disabled by default.

Send Param: whether to send the parameters to the SWAE software. It is disabled by default.
Address type: the target PC address type. It can be auto, or user defined (“Use IP”). “Auto” type is
the factory setup for testing. It means the PC address is already setup for factory settings and
requires no manual input. But it is suggested to choose “Use IP” always. Find the IP address of
the PC that uses SWAE software and enter the IP address to the address textbox.

Address: If “Use IP” is selected, it needs to enter the target PC address here.

Port: can be configured. The default is 18883.

4.5 System Settings

45.1 Time Calibration

If the time stamp of the data package is incorrect, you can click "System Settings” page >> “Time

Calibration” >> “Calibration” button to calibrate the selected RAEM1’s clock with the system clock of the

computer. After calibration, the device may stop sampling data. In that case, click “Start” button below to

restart sampling.

" Reboot device” button reboots the selected RAEM1. Rebooting takes some time, and it must NOT

be interrupted or turned off during the rebooting. After reboots, it cannot be connected and controlled

until the RAEML1 restarts completely and the “RUN” light flashes again.

4.5.2 Sample State

Start: sends start acquisition command to the selected device and the device starts data acquisition
immediately after clicking this button. By default, the device starts acquisition automatically after

powering up.
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» Stop: requests the device to stop data acquisition.
» Data query: click to enter the “Real time data” page where there are data reported in every second.
Please note that the data is logged in every second randomly to test if the connection is normal.

Please check all the original data in the desired location (local storage or cloud server).

/E Real time data - m] X
Index |Tine RIS () ASL(dE) ANE (dE) pover MAX RME(nv) WAY ASL(dE) nA3
12 15:51:47 208 0.095200 37.207025 55.311504 5.799999 0.233441 46.288144 61
11 15:51:46 199 0.102566 38.588644 55.446871 6.732222 0.215601 45.165825 60
10 15:51:45 201 0.136344 41.938465 55.797864 11.896664 0.227738 45.800957 60
9 15:51:44 198 0.157613 43.376105 56.420031 15.897841 0.238792 46.128766 60
8 15:51:43 209 0.149935 42.844925 56.459967 14.398197 0.156805 43.302183 57
7 15:51:42 274 0.154340 43.152422 56.459967 15.244415 0.294729 47.871769 60
6 15:51:41 218 0.165901 43.876666 57.000596 17.613728 0.179965 44.283891 39
5 15:51:40 200 0.144939 42.606940 55.667898 13.443875 0.165727 43.876666 56
4 15:51:39 229 0.161170 43.594173 56.773006 16.623413 0.228530 45.575337 62
3 15:51:38 197 0.098403 38.196732 55.127669 6.196781 0.233486 45.856458 61
2 15:51:37 221 0.146889 42.686995 56.217554 13.808043 0.203597 44.672877 60
1 15:51:36 218 0.142757 42.444583 56.339606 13.042205 0.262744 47.092037 61
< >

Fig. 4-24 Real time data page
4.5.3 Firmware Update

There are two files to update the firmware:
» update.zip

> md5sum.txt
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4 Device Information | Sample Settings | Network Settings | Storage Settings” System Settings | _File View

13
Tine calibration
/& You can select multiple files to upload X
Calibration | |Reboot device
1 « update 20211227 > update 20211227 > v O O @z update_20211227"
Shupllo Gl an - FEvex - o @
~
Start Stop EEAITHEA "~ = 1SR EHA Ee) PN
@ OneDrive - Persc = md5sum.txt 2021/12/2910:13 prese | 1KB
Firmvare update . - e .
izl update zip 2021/12/2910:13 WinRAR ZIP [E45... 6,600 KB
& WPSHIE
Firmvare update  TUplead firmvare files t
= R
Othor # 3D s
Hwa
: 7000
Debug port S: = me
R 2.261420 S
- T ¥ TE
Preanplifier(dB) :
b ax
Systen APN: cmnet W =E .
File name: “ v
°

Fig. 4-25 Firmware update

Click “Firmware update” button to upload “update.zip” and “md5sum.txt” files in order. After uploading
the files, the system will update automatically followed by rebooting. Please don't interrupt the process
by disconnecting the power or manual restart during the process. It also supports multiple files for uploading.

You can choose both files to upload at the same time.
4.5.4 Other

There are other information including: debug ports, circuit magnification, preamplifier, and system APN.
Except for network APN, the other settings cannot be configured because they are for internal debugging

and factory settings.

46 File View

Click “File View” tab to view the selected device's data packages stored in local storage card.

The files in the list can be downloaded, deleted, converted to CSV or U3H format, by clicking the right
button of the mouse. The functions are:

B Download selected files: download the selected files. If the files are not selected, it will not be
downloaded.

B Download all files: download all the files in the list.

B Delete selected files: delete the selected files. It would not delete the files if they were not selected.
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Delete all files: delete all the files in the list.

Covert to CSV format: convert the selected files into CSV format. Each zip file converts into one CSV file.
But if the data number is more than 830,000, it will be saved as multiple CSV files.

Merge multiple files and convert to CSV format: merge and convert multiple selected files into one
CSV file if it is possible. But if the number of data is more than 830,000, it will be saved into multiple CSV
files.

Convert to U3H format: convert the selected files into U3H format (. PRA &. AED). Each file is converted
and saved as one U3H format file. If multiple files are selected, there are multiple U3H format files.

Merge multiple files and convert to U3H format: convert the multiple selected files into one U3H
format file. If all the files are wanted to be converted, press “Ctrl + A” to select all files and then select
this function.

U3H conversion settings: set the sample rate and sample length. Please note that the sample length
means the waveform length of U3H format after conversion, which is different from the sample length
of RAEML1. The value should be equal to or greater than 1000, equal to or less than 100000.

Refresh file list: If the file list is refreshing, the functions mentioned above will not be available.

4 Device Information r Sample Settings [ Network Settings [ Storage Settings [' System Setting;/ File View 2
Tndex File name File size
1 ge_raeml_4G_18_ae_ndt_1629445431. zip 236.14 KB
r (2 ge_raemnl_4G 18 _ae_ndt_ 1629445421 zip 7?3A 7R KR

Download selected files
Download all files

Delete selected files
Delete all files

Convert to CSV format
Merge multiple files and convert to CSV format

Convert to U3H format
Merge multiple files and convert to U3H format

U3H Conversion settings

Refresh file list

Files count: 2, Tetal size: 472,37 KB. Free disk space: 59.21 GE

Fig. 4-26 File View

Press “Ctrl + A" to select all files. When using the mouse to drag and select multiple files, please make
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sure the mouse is in the file name column, not the empty column of the list.

Conversion U3H format parameter setting >

Sample rate(E/s) : 200

Sanple length(Point): 22100

K () Cancel (C)

Fig. 4-27 U3H format conversion settings
4.7 Project Data

This section is designed for special projects in terms of the special data transmission methods or
prototypes. There are TCP modes, QC Aliyun mode (Alibaba Cloud transmission) and other specific projects.
Only TCP modes and Aliyun mode are introduced below.

» Data reporting mode: There are a few types of data reporting modes to servers, such as TCP mode,

TCP mode v2, QC Aliyun mode and other specific server modes (specific server modes will not be introduced
in the manual because they are designed just for the certain projects). Based on the selected report modes,

it shows the server IP address and port, or the Aliyun key and Aliyun secret below. (Note: After changing the

reporting mode, restart the device for the setting to take effect.)

> Report interval: the time interval between the two data reporting time. During this interval, it

chooses the group of data with the maximum amplitude to report. The default report interval is 1000ms, i.e.,

1s. The minimum interval is 200ms.

4.7.1 QC Aliyun (Alibaba Cloud) Mode

QC Aliyun mode is used to set the RAEM1 to be able to communication to the Alibaba Cloud server. In
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this mode, users can view the RAEM1 in the QC Alibaba Cloud platform for its real-time AE parameters,
parameter ratings and configurations. But the waveform is not yet supported to be viewed or download
currently. It requires the devices to have Internet function in this mode. The following 3 types of devices can

access Internet:

1 4G devices. It can use Ethernet or QC loT platform to connect and configure. The device IP address

is 192.168.0.101.

2 Wi-Fi devices. It needs to be router mode and connects to the router that accesses the Internet.

3 Ethernet devices. It connects to the router that has access to the Internet.

Table 4-3 QC Aliyun Mode network setup

When the Aliyun Key and the Aliyun secrete are configured and sent to the device, RAEM1 will
automatically connect to Alibaba Cloud and start uploading data. Qingcheng Aliyun information is set at

factory settings and can be used directly. Please see Section 6 for detail steps.

4 Device Information r Sample Settings r Network Settings r Storage Settings r System Settings r FiIeViev/ Project Data L
HiE FRAAE - QC Aliyun Mode v LIRETENERE: | 60000
Alyun key: ‘aleeDded |
Aliyun sec: ‘6185af0fe4df715?66be6554h157dee
Modify

Fig. 4-28 QC Aliyun mode setup

4.7.2 TCP Mode and TCP Mode V2

The TCP modes in the “Project Data” are defined TCP protocols by Qingcheng. The reported data stream
is reporting with time intervals. For example, the reporting interval is 60000 ms by default. It means every 60
seconds; the device will report one stream of data to the server using the TCP protocol and the data is the AE
parameters of a single AE Hit with the maximum amplitude. All the other AE hits during that time are not
reported. If all the AE hits data are wanted, please refer to Section 7 using the SWAE software or Section 8.

When it is configured to be TCP mode or TCP mode v2, it needs to configure the server address and the
server port. The reporting interval is in unit of ms. The minimum of the reporting interval is 200.

TCP mode v2 is an additional version based on the TCP mode with more parameter types for

communication supported. To be compatible with the older version of TCP mode, “v2" is added as the new
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TCP mode name.

Protocol Qty. Parameters
TCP mode 4 Amplitude, ASL, power, RMS
TCP mode v2 9 Arrival time, AMP, Power, RMS, ASL, Rise time, Rise ring-down counts, Duration, Ring-
down counts

Table 4-4 TCP Mode setup

< Device Information r Sample Settings r Network Settings r Storage Settings r System Settings r File Vievyv Project Data
iz LIRAEE Tep Mode v2 % LiRetEIERE: | 60000
Address: | r .1 .1 1 ‘

Fig. 4-29 TCP Mode setup

The related TCP protocol is introduced in Section 10. Please contact Qingcheng company for more detail

about the latest TCP protocol.

Under the TCP mode, if the server has background program, it can receive the corresponding data. The

simple server test code can be:

socket
commands
time

HOST=

PORT= |

s= socket.socket(socket.AF_INET,socket.SOCK_STREAM)
s.setsockopt(socket.SOL_SOCKET,socket.SO_REUSEADDR, ')
s.bind( (HOST, PORT))

s.listen( )
while
conn,addr=s.accept()
print ,addr
while
data=conn.recv( )
time_stamp = time.time()
listData = data + + str(int(time_stamp))
print(data)
conn.close()

Fig. 4-30 TCP mode test code

The context that the server receives is:

qc_raeml_test_0001,36.390879,192.656167,4611614559298.000000,26844156.844411,162217050397547

qc_raeml_test_0001,43.579539,192.658916,4611679381904.000000,26844345.509581,1622170503113346

Fig. 4-31 TCP mode server receiving data.

TCP Mode (not TCP Mode v2) outputs 4 AE characteristic parameters, including amplitude, ASL, Power

and RMS. The format of the output data is device ID + amplitude + ASL + Power + RMS + timestamp,
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separated by comma.

5. Qingcheng loT Cloud Platform

Qingcheng Internet of Things Cloud Platform is a cloud platform developed by Qingcheng AE Institute
for our own Internet of Things acoustic emission products. Customers can log in to the platform to remotely
check and modify the device configurations in real time, as well as real-time display of AE waveform,
parameters, and the rating levels, alarms, and reports, etc.

Log in to the Qingcheng loT cloud platform (https://www.iot.ae-ndt.com/) and enter the username and

password. At present, the cloud platform does not support users to register their own accounts. All account
registration needs to be operated through Qingcheng Company. Please contact us for user registration and

login information.

HRAE RSN ETE S RIS

Fig. 5-1 Qingcheng Internet of Things cloud platform login.

After the login, the AE Device >> Device Management page is displayed by default. At the upper left
corner of the platform page, there are languages (Chinese/English) conversion and user interface and

password settings available.

48



5.1 Device Management

o= Ve
AGII *Eﬁ ¢ Device Management Language I3 testo1
~ IR

Dashboard D Management ;

{F system Management wany | EEAEEEST (M

AE Device Device Ne m

Data Monitoring

Real Time Waveform c_raem1_wif_82 . ) = & Edit Jelails @ Refresh Config & Wire Break Rate Config @ Data Manag

History Waveform

Rating Data jJaowhedr

Comprehensive Rating Groug - Gateway

Continuous Intensity Rating

Activity Statistics

Personal Setting

Wire Break Monitoring

Fig. 5-2 Device management of Qingcheng loT cloud platform

The Device Management page lists all the loT AE devices under this account. Users can search for
desired devices through different search items, such as Company, Product, Group, Gateway, Device No., or
Status to start filtering searches. The following table lists all devices on the current platform. From left to right,
Information, Company, Type, Status, and Action columns are displayed.

The orange configuration buttons below the search bar and above the table are bulk operation buttons.
First, select several devices you want to configure in the leftmost column of the table, and then click the
desired orange button. The corresponding configuration options will appear in the pop-up window. Double
check the selected devices and set the configuration settings and click Submit button at the bottom. Currently,
the new configuration is sent to several selected devices at the same time and takes effect immediately.

Action in the rightmost column of the device list can be used to open some pages related to the device:

® Edit: edit the device’'s remarks, product type, company, group, connect server, type, and other basic

information.

® Delete: remove the device with all related information.

® Details: check the current state of the data of the device, which is "Data monitoring” under the

“‘Device management” bar on the left section. The chart shows the correlation diagram of the

selected attributes (i.e., parameter, by default AMP is selected) and the time.
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Refresh Config: reread the current configurations of the device.

Wire Break Rate Config: configure the settings for the bridge suspension cable rope wire break
rate monitored by the device. (Enable it when the device monitors the bridge cable rope wire breaks)
Data Manage: to delete a period of data. Each account has a specific storage capacity, and no more
data can be stored if the capacity is full.

Parameter Config: view and modify the configurations of the device. After submission, the new
configurations will be sent to the device in real time, and it takes effect immediately.

Rating Config: view and modify the rating functions and configurations. After submission, the
configurations will be sent to the device in real time, and it takes effect immediately.

Timing Config: set the timing sampling configurations of the device. After submission, the
configurations will be sent to the device in real time, and it takes effect immediately.

Reboot: reboot the device remotely.

Firmware Upgrade: by clicking on this button, the device will automatically download and upgrade
to the most up-to-date firmware available online. After the upgrade is completed, the device
automatically restarts. Please wait until the device completes the whole reboot process before
performing any further operations.

Device Alarm: set the alarm trigger criteria and alarm reporting methods.

Wire Break Alarm: set the bridge wire break alarm reporting method and frequency. (Used when

the device monitors the bridge wire break rate).

Several important functions are described in detail below.
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5.1.1 Parameter Configuration

Parameter Config

Device No Threshold(dB) 40 Sampling Rate(k/s) 1000

Sampling Mode @ E

[
T
@
S,

Continuous Sampling

EET(us) 10000 HDT(us) 1000 HLT(us) 16
Enable Sending Parameters @) Yes No
Enable Sending Waves Yes Q No
System Time(timestamp) Sampling Status Q Sampling Sampling stop

Camcel m

Fig. 5-3 Parameter Config. of Qingcheng loT cloud platform

® Threshold

Preset trigger threshold, in unit of dB. When the amplitude of the sampling signal exceeds this threshold,
the starting point of the AE signal is identified by the AE processor. Only valid for the envelope sampling

mode, not for the continuous (parameter) sampling mode.

® Sampling rate

Sampling rate is the number of points of the analog voltage signal sampled by the analog-to-digital chip
every second. The unit is k/s, indicating that N thousand points per second. For example, 1000k/s, that
is, one million points per second (1IMHz).

® Sampling mode

According to the selected mode, the start and end of the received acoustic emission signals are identified,
to generate the corresponding AE feature parameter data. There are two modes available, envelope
sampling and continuous sampling:

B Envelope sampling

The start and end points of a hit signal (envelope shape) are defined and identified according to the
set threshold, HDT, HLT and EET parameters, to generate the corresponding AE feature parameter
data.

B Continuous sampling

According to the sampling length, sampling times and sampling interval, the acoustic emission signal
that exceeds the threshold is intercepted and analyzed, to generate the corresponding AE feature
parameter data.

® Enforced End Time (EET)
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The EET ranges from 1pus to 50,000 us. When the acoustic emission signal amplitude is consistently higher
than the threshold value, and the set hit definition time (HDT) cannot determine the intercepted acoustic
emission parameters, the EET takes effect. The system breaks up the continuous signal by using EET as
the "duration” of the current generated parameter, and other characteristic parameters is calculated
based on this duration of waveform signal. EET is valid only for envelope sampling mode, but not for

continuous (parameter) sampling mode.

® Hit defined time (HDT)

Envelope definition time (or hit definition time), unit: microsecond (us), abbreviated to HDT, ranging
from 100ps to 50,000us (a positive integer). It means the waiting interval of a hit signal for the correct
determination of the end point of a hit signal. When the set HDT value is more than the time interval (T)
between the threshold exceeding time of two adjacent signal envelopes, the two signal envelopes will be
classified as an acoustic emission hit signal. If the HDT value set is less than the time interval (T) between
two signal envelopes’ threshold exceeding time, the two signal envelopes are divided into two acoustic
emission hit signals. For the same signal, the larger the HDT value is, the fewer AE parameters will be
extracted; the smaller the HDT value is, the more AE parameters will be extracted. HDT is only effective

for envelope sampling mode, but not for continuous parameter sampling mode.

® Hit lock time (HLT)

Hit lock time, unit: microsecond (us), abbreviated to HLT. The value ranges from 1 to +® (positive
integer). To avoid receiving the reflected or post waves, the time window for turning off the measurement
circuit is set. After the end of the current acoustic emission event, a signal for a period (HLT) after the
HDT is ignored. This window is called the hit lock time, and the value set is affected by signal attenuation
and structure size. If the setting value is too large, the subsequent acoustic emission signal will be missed.
The next acoustic emission signal period exceeds the threshold, but the HLT has not ended. So, the signal
will not be collected at the period. HLT is only effective for envelope sampling mode, but not for

continuous parameter sampling mode.

® Sampling length

The length of each sample, in unit of microseconds (us), is a signal for a set length collected each time.
It is only valid for continuous (parameter) sampling mode, but not for envelope sampling mode.

® Sampling times

The number of times a fixed-length signal is collected in continuous sampling mode. It is only valid for

continuous parameter sampling mode, but not for envelope sampling mode.

® Sampling interval

In continuous sampling mode, the interval stopping time after each sampling of a fixed -length signal, in
unit of microseconds (us). After the time is up, the fixed-length signal is collected again. It is only valid
for continuous (parameter) sampling mode, but not for envelope sampling mode.

® Enable sending parameters
Whether to send parameters to the Qingcheng IoT cloud platform. Enabled by default.
® Enable sending waves

Whether to send waveform to the Qingcheng loT cloud platform. Disabled by default.
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® System time
System clock, in seconds. The display format is yyyy-mm-dd hh:mm:ss.
® Sampling status

Select Sampling or sampling Stop, which indicates the current collection status of the device.

5.1.2 Rating Configuration

Rating is to evaluate the overall performance levels of the current acoustic emission events according to
the defined rating rules, to make alarms or action measures in response to different rating results. Select some
parameters and set their values as different intensity levels and specify the activity levels by the number of
times that intensity levels report within a certain period. During the specified acquisition period, if any of the
collected parameters exceeds a specified intensity or activity level threshold, it will be assessed and rated to
a certain level of intensity or activity. Users can set the intensity or activity level for alarm reporting, or they
can push alarm information according to the comprehensive rating levels.

The comprehensive rating level combines both the intensity and activity levels over a period and obtains
the highest level of the comprehensive rating. The comprehensive rating level meets the NBT47013.9-2015
standard. It is important to note that the intensity level of the comprehensive rating cannot exceed 3 levels

and the activity level cannot exceed 4 levels. Otherwise, a comprehensive rating cannot be obtained.

. . Activity Level
Comprehensive Rating Level
4 3 2 1
3 4 4 3 2
Intensity Level 2 4 3 2 1
1 3 3 2 1

Table 5-1 Rating level standards

® Enable rating

Whether the rating function is enabled.

® Intensity config

If a comprehensive rating is required, the intensity should not exceed 3 levels. Click "Add intensity" to add
an intensity level. Under the same intensity level, you can add multiple rules. The relationship between
different rules of the same intensity level is "OR" condition. That is, if one of the rules is met, the intensity
of this level is reached. In the same rule, add one or more parameters as the intensity level conditions. The
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relation of all these parameters under the same rule is "AND" condition. That is, the rule can be considered
as reached only when every parameter condition in this rule is met. For example, the intensity level 1 has
two rules. Rule 1 is when the amplitude (AMP) exceeds 70dB and the energy exceeds 500 Kpj at the same
time. Rule 2 is when ASL exceeds 65dB. The intensity level 1 is considered reach if either rule is met. For
Rule 1, both conditions are required to meet so that Rule 1 is met.

® Activity config

If a comprehensive rating is required, activity cannot exceed 4 levels. Every time when an intensity is greater
than or equal to level 1, one activity is counted.

® Rating Interval

The data collected within this period are counted, and the rating results are given according to the intensity
and activity rules. The unit is second. The default value is 20 seconds.

® Rating report criteria

Select no report or select to report a level of intensity. If you choose to report level 1 intensity, it will alarm
when the intensity is equal to or greater than level 1.

® [ntensity reporting min. interval

No more intensity alarm of the same level will be reported within this period after the first alarm is reported.
However, if an intensity higher than this level occurs within that period, the system will also report an alarm.

The default value is 10 seconds.
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Device No.

gc_raem1_test 0015

Enable raing @ On off

Intensity config -+ Add Intensity

Intensity1 [il Delete Intensity

Rule Config <+ Add Rule

Rule1 [ Delete Rule

Parameters

AMP(dB) 55

Rule2 Tl Delete Rule

Parameters

ASL(dB) 20

Intensity2 [l Delete Intensity

Rule Config + Add Rule

Rule1 T Delete Rule

Parameters

Activity Config ~+ Add Activity

Activity1 1
Activity2 5
Activity3 10

Rating Interval(s)

20
© Report Intensity1

Rating Report Criteria No Report

Intensity Reporting Min_ Interval(s)

20

Cancel Subi

Rating Config

v + Add Param

il Delete Param

W + Add Param

T Delete Param

v + Add Param

T Delete Param

i Delete Activity
T Delete Activity

[l Delete Activity

Report Intensity2

Fig. 5-4 Rating Config. of Qingcheng loT cloud platform
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5.1.3 Timing Configuration

You can configure to be timing sampling mode. By default, the sampling mode is continuous sampling
mode. The other option is interval sampling mode. That is, after sampling for a period, stop sampling for a
period, and then restart sampling for a period of time, and the cycle repeats. If you select the interval sampling
mode, you need to set the duration for each “Timing Sampling Time” (unit: second) and the duration for

each “Sleep Time” (unit: second).
Timing Config

Device No

Timing Sampling Type Continuous Sampling o nterval Sampling

Timing Sampling Time(s)

5

Sleep Time(s)

300
Cancel m
Fig. 5-5 Timing Configuration Page

5.1.4 Wire Break Rate Configuration

Wire break rate configuration is the setting of the calculation and determination function of wire break
rate. "Wire Amount” is the total number of wires measured by the device, which affects the calculation of
wire break rate. Select the intensity level as the "Wire Break Criteria", indicating that if the intensity level is

equal to or higher than this level, it is considered that the wire break happens.
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Wire Break Rate Config

* Device No.

Enable Wire Break Rate @ On Off
Wire Amount
50
Wire Break Critenia ° ntensity==1 Intensity==2 Intensity==3 Intensity==4

Wire Break Rate Reset Cancel m

Fig. 5-6 Wire Break Rate Configuration Page
5.1.5 Data Manage

‘Data Manage” page can remove some data on the cloud platform to free up more spaces for data
storage. Select the period of the data to be deleted. Click “Remove Data” button to remove the selected

period of data.

Data Manage

* Device No

* Please Select A Time Period 2023-03-06 14:36:31 - 2023-03-06 15:36:31

Fig. 5-7 Data Manage Window

5.1.6 Firmware Upgrade

The current firmware version and status is shown in the window. To upgrade the firmware, press “Submit”
button to send the upgrade request to the device. After the device receives the upgrade request, it will use

FTP to download the latest firmware from the cloud and upgrade automatically.
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Firmware Upgrade

Device No.
Firmware Version
Firmware Status

Firmware Status Reason

Fig. 5-8 Firmware Upgrade Window

5.1.7 Device Alarm

The “Device Alarm” is to set the rating alarm information, including alarm noticing methods (Notice
Type), alarm frequency (every 5 minutes) and the trigger rating levels. For example, if the “Intensityl” is
selected for Intensity Alarm Trigger, when the real-time intensity level is equal to 1 or higher than 1, the
intensity alarm will be triggered. The same applies to the Comprehensive Rating Alarm and the Activity Level

Alarm.
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Device Alarm X

Device No

Notice Type email sms web

Frequency(Every 5 min)

1
Intensity Alarm Trigger ° Off Intensity1 Intensity2 Intensity3 Intensity4
Comprehensive Rating Alarm Trigger ° Off Comprehensivel Comprehensive2 Comprehensive3 Comprehensived

Activity Alarm Trigger

° Off Activity1 Activity2 Activity3 Activity4 Activity5 Activity6 Activity7 Activity8 Activityd

Cance‘ m

Fig. 5-9 Device Alarm Window

5.1.8 Wire Break Rate Alarm

The Wire Break Rate Alarm sets the alarming information when the wire break rate is triggered, including

the alarm noticing type and the alarm frequency for every 5 minutes.

Wire Break Alarm X

Device No.

Notice Type email sms web

Frequency(Every 5 min)

1

Ca”CE| m

Fig. 5-10 Wire Break Alarm Window
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5.2 Data Monitoring

The Data Monitoring page displays the correlation graph of the selected parameters changes of the

devices over time. You can click "Data Monitoring" on the left menu bar of the platform or click "Details"

under the “Action” column to enter the "Data Monitoring” page. The default is a correlation graph of AMP

(amplitude parameter) and time.

Company: the company that the device belongs to.

Group: the group that the device belongs to.

Device No.: the serial number of the devices., no more than four devices at one time.

Parameters: select one or multiple parameters to display. It only allows one device when multiple
parameters are selected to display.

Create time: you can choose a time slot for display, such as today, yesterday, the last ten minutes,
last hour, last week, last month, three months or last year or any set amount period.

Points: the maximum display point number within the chosen time interval. It can be 100, 500, 1000,
2000, or 5000 points.

Order: the data points can be displayed in ascending or descending order.

After modifying the above settings, click "Search” to update the graph display. When the mouse moves

on the graph, the detail parameter value, and the time coordinates of the closest data point with the cursor

are displayed. If the parameter points in the selected time is more than the specified maximum number of

observation points, the graph will be displayed in multiple pages. Click the "Previous" or "Next" below to go

through the pages.
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£ Global Setiing

Points: 500 Total Pages:18 m Go 1

i1 Hits Monitor

© warning Monitor
Fig. 5-11 Data monitoring page
Double-click on any coordinate point, the pop-up window displays a waveform corresponding to that
coordinate point (parameter). However, if “Enable sending waves” function is not enabled in Parameter
Config, no waveform is uploaded and displayed here. On the top of the pop-up “Wave” window, the
waveform arrival time and its other 8 parameters extracted from this waveform are displayed. When the
mouse cursor moves over the waveform, its voltage value and the time coordinate at each closest data point

will be displayed correspondingly. Click "Previous” or "Next" to display the adjacent waveform diagrams.
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Wave

qc_raem1_jp_01 2023-01-10 17:49:10 569427250

AMP{dE) ASL{dB) Energy{Kpj) Duration{ps) Counts{ )
Rise time(ps) RMS{m\) Rise counts( )
T2 42664834118044 48.667660013402006 137.08588752650175 348 148
13 0.45282802305286857 3
Voltage (uV)
1,500

1,000

500

Time (uS)

=300 4

-1,000 A

-1,500 4
0 38 76 114 152 190 228 266 304 342 380 418 456 494 532 570 608 646 684 722 760 798 836

Amount : 649
=3 53

Fig. 5-12 Waveform page from the Data monitoring
5.3 Real-time Waveform

The Real-Time Waveform page displays real-time waveform of the device. However, if “Enable sending
wave” function is not enabled in Parameter Config, no waveform is displayed. Select a device by Group and
Device No., If the device is offline, its last uploaded waveform is displayed. If the device is online, the waveform
will be continuously updated in real time as the waveform is continuously uploaded to the cloud platform.
When the AE signal is detected, it will be uploaded to the cloud platform through the wireless network by the
device. However, according to the effectiveness and stability of the actual network and the actual transmission
delay, the data uploaded to the cloud platform will have a certain delay. The waveform arrival time and the

other eight parameter values corresponding to the waveform are displayed on the page. When the mouse
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moves over the waveform, the voltage value and time coordinates will be shown correspondingly. User cannot
check the previous waveform in this page because this page is based on the actual received signal which

changes dynamically in real time. To view all waveform, go to the History Waveform page.

Ve =hio) c :
TTl] = AE Device Real Time Waveform & Language {3 test01
S IE guagy
" Dashboard Data Monitoring Real Time Waveform ~
¥ system Management Group Device No.  qc_raem1_6_05 m
n
(S AE Device qc_raem1_6_05 2022-10-25 16:24:46 859066550

AMP(dB) ASL(dB) Energy(Kpj) Duration(ps) Counts( ) Rise time{ys) RMS(mV) Rise counts{ )

7 Device Management
69.99985168375855 37.7862991264866 16.496565440547478 38 18 214 0.16055353481479167 313

L] Data Monitoring
Voltage (uV)

. 900
f1 Real Time \
600
LI History Waveform
300
2) Rating Data
04 Time (uS)
] comprenensive Rating
300
[El' Continuous Intensity Rating
-6004
L) Activity Statistics
-500

] B8 176 264 352 440 528 616 704 792 BB0 968 1056 1144 1232 1320 1408 1496 1584 1672 1760 1848 1936 2024 2112 2200 2288

om

Personal Setting

. Amount : 2338
2 Wire Break Monitoring

Fig. 5-13 Real-Time waveform page

5.4 History Waveform

ol = B
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4 Rating Data
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> Personal Setting
qc_raem1_test_0015 2023-02-28 151316 274420330 2023.02-28 1513:16 @ Details
& _Wire Break Monitoring —— R —— i

Fig. 5-14 History waveform page

The History Waveform page displays all historic waveform of the device. Use the Group and Device

Number options to select a device to view its historic waveform. You can select Create Time to filter all
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waveform in a specific time frame. Click “Search” to update the table display. The table lists the sampling time
and report time of each waveform. The sampling time is the time when waveform is generated and collected,
and the report time is the time when waveform data is uploaded to the cloud platform. The “Create Time”
filter above is based on the sampling time. Click the "Details" button on the right column to display each

waveform and its corresponding parameter data.

5.5 Rating

Rating is to evaluate the overall performance levels of the current acoustic emission events according to
the defined rating rules, to make alarms or action measures in response to different rating results. Select some
parameters and set their values as different intensity levels and specify the activity levels by the number of
times that intensity levels report within a certain period. During the specified acquisition period, if any of the
collected parameters exceeds a specified intensity or activity level threshold, it will be assessed and rated to
a certain level of intensity or activity. Users can set the intensity or activity level for alarm reporting, or they
can push alarm information according to the comprehensive rating levels.

The comprehensive rating level combines both the intensity and activity levels over a period and obtains
the highest level of the comprehensive rating. The comprehensive rating level meets the NBT47013.9-2015
standard. It is important to note that the intensity level of the comprehensive rating cannot exceed 3 levels

and the activity level cannot exceed 4 levels. Otherwise, a comprehensive rating cannot be obtained.

) ) Activity level
Comprehensive rating level
4 3 2 1
3 4 4 3 2
Intensity level 2 4 3 2 1
1 3 3 2 1

Table 5-2 Rating level standards

Users need to choose Device Management > Rating Configuration to enable the rating function and
set rating rules and levels. The device will get the rating results after the set time period, and the data is

displayed in the rating related pages.

5.5.1 Rating Data

Rating data displays the intensity or comprehensive rating level of the device in a table list. Select the
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Group and Device number that you want to view and set Type as Intensity or Comprehensive (level). You

can select the Create time to filter the rating levels data based on the report time.
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Fig. 5-15 Rating data - Intensity page

The intensity level table illustrates the intensity level information of all the signals that trigger the intensity

level alarms, including the trigger intensity level, corresponding parameters, sampling time, and data report

time.
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Fig. 5-16 Rating data - Comprehensive rating page

The comprehensive rating level table illustrates the reported comprehensive rating levels. Within the
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specified rating interval (20 seconds by default), the system will conduct a comprehensive rating by
summarizing the intensity, activity levels to obtain the comprehensive rating level for this period. If there is
no intensity or activity reported during the period, the system will not output the comprehensive rating level.
Only when there are intensity level and activity level reported during the rating interval, the comprehensive
rating level will be conducted.

The comprehensive rating data list includes the (highest) intensity level, (highest) activity level,
corresponding comprehensive rating level, total amount of activity number, each intensity level triggered

number, rating end time, rating interval and the report time for the period.

5.5.2 Comprehensive Rating

The Comprehensive Rating page displays the comprehensive rating history of the device in time domain
in the form of line diagram. When the mouse cursor moves over the chart, the comprehensive rating level
and the rating end time coordinates will be displayed correspondingly. The Rating end time, Points and
Order can be configured freely. If the number of points in the selected period is more than the selected point
number of observation points, the whole data will be displayed in multiple pages. Click the "Previous" or
"Next" below to go through the pages. The bar chart below shows the amount of different comprehensive

levels for the period.
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Fig. 5-17 Comprehensive rating page
5.5.3 Continuous Intensity Rating

The Continuous Intensity Rating page is a chart showing the trend of the intensity rating levels of the
device in time domain in the form of line diagram. When the mouse cursor moves over the chart, the intensity
level and rating end time coordinates will be displayed correspondingly. The Rating end time, Points and
Order can be configured freely. If the number of points in the selected period is more than the selected point
number of observation points, the whole data will be displayed in multiple pages. Click the "Previous” or
"Next" below to go through pages. The bar chart below shows the amount of different intensity levels for the

time period.
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Fig. 5-18 Continuous intensity rating page

5.5.4 Activity Statistics

The activity statistics page displays a chart showing the trend of the activity levels of the device in time
domain in the form of line diagram. When the mouse cursor moves over the chart, the activity level and rating
end time coordinates will be displayed correspondingly. The Rating end time, Points and Order can be
configured freely. If the number of points in the selected period is more than the selected point number of
observation points, the whole data will be displayed in multiple pages. Click the "Previous” or "Next" below

to go through pages. The bar chart below shows the activity number for the time period.
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Fig. 5-19 Activity statistics page

5.6 Personal Setting

Personal Setting page is used to set personal information and device alarms and wire break alarms,

including:

® Info Setting: set up a nickname, mobile phone number and email address.

® Device alarm: review or enable the devices to report the alarms. The detail alarm settings of each

device is in its “Device Alarm” setting in the “Device Monitoring” page.

® Wire Break Alarm: review or enable the devices to report the wire break alarms. The alarm settings

of each device are in its “Wire Break Alarm” setting in the “Device Monitoring” page.
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Fig. 5-20 Personal Settings-device alarm page

5.7 Wire Break Monitoring

Wire break monitoring is specially designed for wire break result display and wire breaking rate
monitoring. It can be used for wire breaks monitoring of bridge suspension cables.

Choose Device management >> Action >> Wire Break Rate Config to set the wire break rate
configurations. "Wire amount" is the total number of wires measured by the device, which affects the
calculation of wire breaking rate. Select the intensity level of "Wire Break Criteria", indicating that if the

intensity is equal to or greater than this level, it is considered that the wire break has happened.

Wire Break Rate Config

* Device No.
Enable Wire Break Rate @ On Off
Wire Amount
50
Wire Break Criteria ° ntensity>=1 Intensity==2 Intensity==3 Intensity>=4

Wire Break Rate Reset Cancel m

Fig. 5-21 Wire break rate config page

The wire break monitoring page displays the changing trend of the wire break rate and the number of
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wires breaking in a certain period in the form of line charts. When the mouse moves to the chart, the wire

break rate (or wire breaking amount) and the corresponding time coordinates will be displayed. If the Point

in the selected period is too large, the chart will be displayed on multiple pages. Click "Previous” or "Next"

below to convert the page. The number of wire break is determined according to the intensity and activity of

the setting.

P SR
” Dashboard
e System Management
AE Device
Device Management
Data Monitoring
Real Time Waveform
T History Waveform
Rating Data
‘Comprehensive Rating
Continuous Intensity Rating
r Activity Statistics
Personal Setting
re Break Monitoring
{F Giobal Setting
sli Hits Monitor
(! ] Warning Monitor
1 Auxiliary Tools
Server Management

Management Center

il Vibration Device

= ¢ Wire Break Monitoring # Language |3 test01
Wire Break Monitoring ~
Group Device No gc_raem1_test_0015 Create Time 2022-06-14 00:00:00 - 2022-06-27 00:00:00
Wire Break Rate(%)
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Time
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Fig. 5-22 Wire breaks monitoring page

5.8 Global Setting

AST test: Perform an AST test on the selected monitoring device.

® AST: enable or disable the AST test.

® Time interval: set AST detection time interval, in unit of seconds.

® Device number: choose the desired devices.

Click “Submit” to upload the settings to devices and the AST function will turn on automatically. The
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results will be returned to the platform and displayed in the table below with the device number, time, and

the amplitudes.

— :EE.I‘EE :
[0 Global Setting % Language [ 3
/‘[(‘: B

qc_guest i

I
o

AE Device Global Setting
| Device Management AST

Data Monitoring

AST off o
Real Time Waveform Time Interval (sec) 5
- History Waveform Device No qc_raem1_test_0101 qc_raem1_test_0102

Rating Data

Il Comprehensive Raling Device No. Time AMP{dB)

Fig. 5-23 Global Setting Page

5.9 Hit Monitor & Warning Monitor

The Hit Monitor page shows the AE hits number of one or multiple devices.

= Y
AEII :iﬁ € Hits Monitor £ Language |3 testDl 3}
~ IR

I
o

” Dashboard Hits Monitor 5
{¥ system Management Company Group Devioe Mo,
AE Device Create Time Paints 500 Order Des

Device Management

Data Monitoring @ gc_raem1_4g 89

Hits Amount
Real Time Waveform 100
r
N
T History Waveform o r |
|
! [ |
Rating Data
60 | I‘
Comprehensive Rating ‘ |
40 | | 1
{ [
Continuous Intensity Rating ‘ | m ‘I I‘
|
204 | \ "‘ \ 1
i ) Vo - n |\ n
Activity Statistics ‘ \(f |\ T\ \ || I\
\ /U I\~
o et o pus—— L Y\ L e I VA Y o - Time
Personal Setting 2022-07-01 09:37:39 2022-06-30 16:36:02 2022-06-30 16:29:50 2022-06-30 16:24:17 2022-06-30 16:19:02 2022-06-30 16:02:11 2022-06-29 23:26:18

) Wire Break Monitoring

Points: 109  Total Pages:1 m Go 1
{F Global Setting

sl Hits Monitor

Fig. 5-24 Hit Monitor Page

The Warning Monitor page is the device alarm triggering summary page. Users need to choose Device
Management >> Device Alarm configuration to enable the alarm functions and set different alarm trigger
levels. The device will send out alarms to the users when the alarm threshold is triggered. The triggered alarm

information is displayed in the line chart. It displays the rating result alarms in the form of line charts. Users
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can select one of the three ratings (intensity, activity, or the comprehensive rating alarms) to display in the
time domain with the warning line showing in the chart.

Dashboard

Warning Monitor Language {3 test01

Hits b r X Naming Monitor v

Lol System Management Company Group Device No. qc_raem1_test 0015

AE Device Create Time - Type  Comprehensive Points 500
Device Management Order Desc m
Data Monitoring Warning Line qc_raem1_test 0015
Rating
Real Time Waveform 3
History Waveform 25+
Rating Data 2

Comprehensive Rating

1
Continuous Intensity Rating

05
Activity Statistics

o Time

04 5 T Y ¥ T
Personal Setting 2022-10-25 08:32:36 2022-09-18 08:47:22 2022-08-22 09:07:52 2022-08-03 11:46:44 2022-07-20 08:44:03 2022-06-28 08:28:25

Wire Break Monitoring

Points: 130  Total Pages:1 m Go

O Global Setting
i1 Hits Monitor

]

Fig. 5-25 Warning Monitor Page
5.10 Auxiliary Tools

The "Auxiliary Tools" includes the Downloads function, which can package and download the uploaded
data packets of the device on the cloud platform. Users need to enable the data upload function to the cloud
and specify the uploading data types to receive desired data on the cloud. Configure the data uploading
setting in Device Management >> Parameter Config. >> “Enable Sending Parameters” and “Enable
Sending Waves”. Only when the data is uploaded to the cloud, you can download the data on the Downloads
page.

Before downloading, first it needs to package the device's data in a zip file. Select the device name and
data time range. Click “Search” to find if there are existing data packs. If not, click “+Zip” to create a new data
package. Once the data is packaged and completed, the data packs will be shown in the table of the
Downloads page. The table shows the device number, file name, file size, the time labels of the package,

status, and the operation buttons.
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Fig. 5-26 Cloud platform data downloads

* Device No.

* Datetime-Range

qc_raem1_test_0015

2023-02-28 15:41:22

Zip

2023-03-07 15:41:22

Fig. 5-27 Cloud platform data packaging Settings

*|f you are interested in other functions that are not introduced, please contact us for details.
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6. Qingcheng Alibaba Cloud Platform

Qingcheng loT AE devices can upload data to Alibaba Cloud IoT platform. Qingcheng Alibaba Cloud
platform supports real-time parameters and parameter ratings view, as well as online debugging RAEM1
function. (The waveform and data downloading functions are not yet supported but will be available in the
future).

To use the Qingcheng Alibaba Cloud, it requires the devices to have Internet function. The three types

of devices below can access Internet:

1 4G devices. Use Ethernet or Qingcheng loT Cloud for configuration. Device

IP:192.168.0.101

2 Wi-Fi devices. It needs to configure as Router mode and connect to the

router to access Internet.

3 Ethernet devices. It needs to connect to a router that can access Internet.

Table 6-1 Qingcheng Alibaba Cloud Devices Internet Configuration

Users need to register their own Alibaba account to access Alibaba Cloud loT platform. Qingcheng can
provide technical supports to help users to connect the AE devices and to use Alibaba Cloud. If there are

further requirements, please contact us for solutions.

6.1 Register

Step 1: Open the link in the browser https://www.alibabacloud.com/

- Alibaba Clou ntact Sales ) Block the Attacks Intl - English v 2 Cart nsole ogin
L { B co Sal @ Block the Attack: Q @ Intl - English T\ c Consol Logl

Why Us v Olympics Products v Solutions v Pricing Marketplace Resources & Support v Partners v Documentation Free Account

Free Trials New User Discounts Simple Application Server Starter Package 4.0
Enjoy free trials for more than 50 products Enjoy up 1o 90% off on trending cloud products SAS 2c0re0.56 only $3.5/month From $2.5/month for 200 Mbps High Speed Server

Fig. 6-1 Qingcheng Alibaba Cloud Registration

Step 2: Click “Free Account” in the upper right corner.

Step 3: Choose “Business Account” or “Individual Account”.
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(-] Alibaba Cloud @ International - English v Sign In

Account Benefits Sign up to Alibaba Cloud

Free Trlal Please select your account type *

Get free hands-on experience with 50+ products. Now up to 12 Months for Elastic T

Compute Service! (V]
Business Account

Pr an Su Services For purchasing services required by businesses. Enjoy premium support
services and exclusive offers.

1-on-1 pre-sale consultation, 24/7 after-sales technical support with 6 free tickets per

quarter

Individual Account
For purchasing services required by individuals or for Dé‘v’iima{ use.

Already a member? Sign In

Fig. 6-2 Qingcheng Alibaba Cloud -Business Account

For “Individual Account”:

(SAS

contains

N OoO®w

enter email address.

enter password (it needs to include 8-20 characters; contains only letters, numbers, and symbols;
at least three of the following: uppercase letters, lowercase letters, numbers, symbols).

confirm password.

click “Sign Up (Step 1 of 2)".

choose verification methods, either “By Phone” or “By Email”.

select country/region, enter verification information, and check the agreements below.

Click “Sign Up (Step 2 of 2)".

(-] Alibaba Cloud @ International - English v Sign In
Account Benefits Sign up to Alibaba Cloud

Free Trial Email Address *

Get free hands-on experience with 50+ products. Now up to 12 Months for Elastic

Compute Service! Enter your email

Premlium Support Services Password *

1-on-1 pre-sale consultation, 24/7 after-sales technical support with 6 free tickets per

Enter your password oY
quarter p

Confirm Password *

Confirm your password (ol

Sign Up (Step 1 of 2) Go Back

Already a member? Sign In

Fig. 6-3 Qingcheng Alibaba Cloud Account Info
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Sign up to Alibaba Cloud

By Phone By Email

Select Country/Region *

Afghanistan v

not be changed

n will be used for currency and tax purposes a

1.Please enter your mobile phone number and click "Send Message”. *

+93

2 Please enter the verification code below. *

Send Message
| hereby agree to the Alibaba Cloud International Website Membership ement,
Privacy Policy, Product Terms and Terms of Use, under which | am contracting with

Alibaba Cloud (Singapore) Private Limited.

Sign up to Alibaba Cloud

By Phone By Email

Select Country/Region *
Afghanistan v

nnot be changed

e used for currency and tax purposes an

1. Please click on "Send" 1o receive your verification code.

2 Please enter the verification code below. *

ement,

I hereby agree to the Alibaba Cloud International Website Membership A
Policy, Product Terms and Terms of Use, under which | am contracting with
Alibaba Cloud (Singapore) Private Limited.

Sign Up (Step 2 of 2) Go Back Sign Up (Step 2 of 2) Go Back

Fig. 6-4 Qingcheng Alibaba Cloud Registration Method

Step 4: When this page is shown, your account is successfully created.

(-] Alibaba Cloud [ Contact Sales @ Block the Attacks (o} @ Intl - English v T Cart  Console

Why Us v Olympics Products v Solutions v Pricing Marketplace Resources & Support v Partners v Documentation Free Trial

Account Successfully Created!

Thank you for registering for an Alibaba Cloud account. Please continue to fill in the form below before
purchasing our services or starting your free trial.

ous page >

° Basic Information

Create Your Account

Basic information

Please select your account type

2 Q
o
Enterprise Account Individual Account

hasing services required by busin

Fig. 6-5 Qingcheng Alibaba Cloud Account Created

Step 5: Click the “Console” at the upper right corner, next to your account icon to get into the console
interface.

(-] Alibaba Cloud ContactSales [ Block the Attacks Q @ Intl-Englishv 3 Cart

Why Us v Olympics Products v Solutions v Pricing Marketplace Resources & Support v Partners v Documentation

Fig. 6-6 Qingcheng Alibaba Cloud Select Console

Step 6: Click the “="icon at the upper left corner.
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= (=) Alibaba Cloud & Workbench o] Expenses  Tickets ICP  Enterprise Suppot B A @ EN c
“ <

Today, @ ESolRso g 0 a0
Thursday, April 21, 2022, Welcome back to Alibaba Cloud Console. Pending Renewal Unpaid Orders Pending
Resource Alert (2 Safety Monitor Latest Information
2 Product Updates Announcements
Alerts in Last 24 Hours High-risk Events Alert Events Security Score @ Herts Vulnerabilities
S orts Skipping of Headers or Footers of TEXTFILE Files
0 0 0 98w 0 0
Hybrid Backup Tablestore Backup Avalabe in Public Preview
® ECSInstance Overioaded 0 o Secuity Risks @

ApsaraD8 for Redis -

eleased

S5 Certifcate (2 a
® SSLCertificate @ Image Search - Image Search is available in the China (Beijing) and China (Shenzhe.

MaxCompute - Table Schema Change Features Released for Invitational Preview

Fig. 6-7 Qingcheng Alibaba Cloud Menu Icon

Step 7: Search for “loT platform” in the search bar. Select the “loT Platform” in the result.

- AlibabaCloud = 2 workbench Q Search E
Products and Services >

Q)| 10T platform| —

&  FElastic Compute Service
4 iot platform

% ApsaraDB RDS Analytics Containers & Middleware
&  Virtual Private Cloud i & icati Queue
&  Object Storage Senvice Machine Learning Platform For Al AliwareMQ for MQTT
& Server Load Balancer Artificial Intelligence Internet of Things
> Alibaba Cloud CDN Machine Learning Link loT Edge
i DataWorks Machine Learning Platform For Al loT Platform —

Fig. 6-8 Qingcheng Alibaba Cloud Search loT Platform

Step 8: “Activate Now” .

E (-] Alibaba Cloud £ Workbench China (Shanghai) Q Searc Expenses  Tickels ICP  Emterpise  Support B

6 You must activate the service.
You have not activated loT Platform.

Fig. 6-9 Qingcheng Alibaba Cloud Activate loT Platform

Step 9: Check the terms of service and click “Activate Now" at the bottom. If you haven't completed the
billing information, the “Activate Now” button is not available. You will need to complete the billing
information to activate the loT platform service.
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Step 10: After successfully activated, click “Management Console”. It takes about 2 minutes to activate “Public

Instance”.
=

@ v E, JZFJ‘.EEEUJI

TR E =BT Sl RS IEEs-hTiE+F. — S 1-50, FEmOSE.

[®=n=m=E

Fig. 6-10 Qingcheng Alibaba Cloud Activate Now

Fig. 6-11 Qingcheng Alibaba Cloud Activate Succeed
6.2 Create Product and Devices

Step 11: A product is a collection of devices with the same features. In the “Products” page, click “Create
Product”.

E (-] Alibaba Cloud £ Workbench China (Shanghai) v Q Search Expenses Tikets ICP  Enterpise Suppot App B 4
CE (T loT Platform 7 Devices / Product
T .. Products
Overview of Device Connection Process View Flowch
Devices B
riaa by ()] Create Product )2 Create Device (13 Edit TSL Model 04 Device-side Develop...
ELs A product is a collection of Create a device and obtain All devices under the Integrate Link SDK and
devices with the same. the identity information. product inherit the TSL Jevelop device-side.
Jobs

CA Certificate
Quick Start Search by product name Q Select Product Tag Vv

Rules Engine

Product Name ProductKey Node Type Created At

Action:
Maintenance
pesiis Lt - ] a1U3fbylqdT Devices Dec 1, 2021, 17.06:07 View = Manage Devices | Delete
Resource Allocation
ISR 212EQZvm0mT Devices Dec 1, 2021, 17:05:31 View | Manage Devices | Delste
Link Analytics (%
Link Visual . s LoES a12ilsesiAz Gateway Dec 1, 2021, 17:04:22 View | Manage Devices | Delete

i

Q@

.6-12 Qingcheng Alibaba Cloud Create Product
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Step 12: Enter the product information as below and then click “OK” to create product: Name >> Category:
Custom Category >> Node Type: Directly connected device >> Network: Cellular (2G/ 3G/ 4G/ 5G) >> Data
type: ICA standard >> verification: Weak >> Authentication Mode: Device Secret.

H - Alibaba Cloud £ Workbench China (Shanghai) v

¥

& Public Instance leT Platform / Devices [ Products / Create Product

< Create Product(Device TSL)

Devices ~
Products Create Product Create Product from Device Center
Devices * Product Name
Groups RAEM1T
ko * Category

() Standard Category | @ Custom Category
CA Certificate

* Node Type
Rules Engine W
» ¥ Directly Conn b Gateway sub- &. B Gateway devic
Maintenance v By ected Device W7 device &

Resource Allocation g

Networking and Data Foermat
Link Analytics [
* Metwork Connection Method

Snkii=ual v Cellular (2G / 3G / 4G / 5G) v

Documentation and Tools * Data Type

ICA Standard Data Format (Alink JSON) e

* Data Verification Level

@ Weak Verificatian Verificatiaon-free

# Hide

* Authentication Mode

I Device Secret I N

=) Feedback ""’n Cance!
Fig. 6-13 Qingcheng Alibaba Cloud Create Product Info

Step 13: In the “Devices” page, click “Add Device".

H - Alibaba Cloud £ Workbench China (Shanghai) v Q Search Expenses Tickels ICP  Enterprise  Support

& Public Instance 10T Platform / Devices / Devices
- . Devices

P Total Devices ® Activated Devices ® Online

- ! ’ 188 72 22

Device L\st/ Batch Management Advanced Search
Groups
Batch Add DeviceName ~ | Enter DeviceName Q| SeachbyDeviceTag Vv
Jobs
DeviceName/Alias Product Node Type State/Enabled @ 7 Last Online

CA Certificate

I qc_raem1_4g_75 RAEM1 Devices o ofiine @O Mar 7, 2022, 09:18:26.611
Rules Engine v
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Fig. 6-14 Qingcheng Alibaba Cloud Add Device

Step 14: Choose the product type, and enter the device name, then click *OK”.

Add Device X

@ Note: You do not need to specify DeviceName. If DeviceName is not
specified, Alibaba Cloud will issue a unique identifier under the product

as DeviceName.

Products

RAEM1

DeviceName

Enter a Device Name

Alias

Enter an alias.

Fig. 6-15 Qingcheng Alibaba Cloud Device Info

6.3 Edit TSL Model

Step 15: All the devices under the product inherit the TSL model of the product. Under “Product”, click “View”
in the desired product name. Select “Define features” tab and click “Edit draft” in the blue notice bar.

Tickets ICP  Enterprise  Suppot App B Q

Expenses

E (- Alibaba Cloud £ Workbench China (Shanghai) v

€ Public Instance loT Putiorm /" Dedloss

Products

Devices

Overview of Device Connection Process View Flowchart

Devices

m:ia&a_"!mml.; []‘I Create Product 02 Create Device 03 Edit TSL Model UA Device-side Develop...
Ap tis a collection of e g i obt the I nk €

Groups Af

Jobs

CA Certificate

Create Product Quick Start Search by product narm Q

- Product Name roductKey Node Type Actior
Maintenance Y

) productTest 3100ChPBCY Devices Apr 21, 2022, 17:54:04 danage Devices = Delete
Resource Allocation v

Expenses Tickets ICP  Enterprise Suppot App E O W @ EN

Rules Engine

E (-] Alibaba Cloud & Warkbench China (Shanghai) v

€ Public Instance oT Platform  / Devices Products Product Details

Publish

« productTest

Devices .
roductKey 2100CHPBV Copy
Total Devic 1 Manage

Devices
Product Information  Topic Categories re | DataParsing  Server-side Subscription  Device Provisioning  File Uploading Configurations

ProductSecret e yiew

Groups
Jobs @ Whotis cumnty Gplved s he fcion defition tha o been psied ke you e 1 chonge . pleasecick B Dvary =
ol
CA Certificate TSLModel  Buid device-side code
Rules Engine Enter amodule name  Q, Default Module
Maintenance Feature Type Feature Name(all) 7 Identifier 1 ata Type ata Definition Actions
Default Module ‘
Resource Allocation v

Fig. 6-16 Qingcheng Alibaba Cloud Edit Product Draft
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Step 16: Click “Import” and upload the “model.zip” package provided by Qingcheng company. Contact us
for the package. After uploading, click “Release online” button at the bottom of the “Edit Draft” page.

E (-] AlibabaCloud |  Worbench  China (Shanghai) Q Search... Expenses Tickels ICP  Enterprise  Support  App
N E i IoT Platform / Devices / Products / Product Details / Define Feature
Devices <« Edit Draft
Products Product Name productTest ProductKey 2100ChjPBV Copy
Devices @ ‘You are editing a draft. You need ta click Publish to apply the TSL madel.

Croups TSL Model Version History

Jobs Default Module

Enteramodulenar Q0 | +

CA Certificate
‘ Add Standard Feature Add Self-defined Feature

Rules Engine Default Module

Feature Type Feature Name(all) Identifier 1k Data Type Data Definition

Maintenance +Add Module

Resource Allocation

Fig. 6-17 Qingcheng Alibaba Cloud Import Model Draft

6.4 Activate Devices

Step 17: After adding new products, it needs to activate new devices. In the product list, click “Manage Devices”
in the desired product row.

E -] Alibaba Cloud @ Workbench China (Shanghai) v Q Search Expenses Tickets ICP Enterprise  Support  App a4 &
& Public Instance 10T Platform  / Devices / Products
N Products
Products
Overview of Device Connection Process View Flowchart  H
Devices
T ERER ‘ .
il P it []'I Create Product []2 Create Device []3 Edit TSL Model
Groups
1 A product is a collection of Create a device and obtain All devices under the
devices with the same... the identity information... product inherit the TSL...
Jobs
4
CA Certificate
Maintenance Product Name ProductKey Node Type Created At Actions /
P A =D productTest 5100CHPBY Devices Apr 21, 2022, 17:54:04 View || Manage Devices | Delete
[nls b TEAAEIHE RS a1U9fbylqdT Devices Dec 1, 2021, 17:06:07 Wiew | Manage Devices = Delete

Fig. 6-18 Qingcheng Alibaba Cloud Manage Device
Step 18: All the devices under this product catalog are listed here. Click “View” of each device. Then click to
view the device secret.
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loT Platform / Devices [ Devices

Devices
Total Devices ® Activated Devices ® Online
productTest hd 1 0 D
Device List Batch Management Advanced Search
Add Device Batch Add DeviceName i Enter DeviceName Q Search by DeviceTag v
DeviceName/Alias Product Node Type State/Enabled Y Last Online Actions
device0001 productTest Devices Inactive ()
loT Platform  / Devices [/ Devices [/ Device Details
« device0001 e
Products productTest View DeviceSecret TR View ‘_——.—
ProductKey al00ChjPBcY Copy
Device Information Topic List TSL Data Device Shadow Manage Files Device Log Online Debug Groups Task

Device Information

Fig. 6-19 Qingcheng Alibaba Cloud View Device Secret
Step 19: Copy the product key and device secret.

Device Certificate X

Device Certificate Caopy

ProductKey V Copy |
DeviceMame device000T Copy
DeviceSecret - =61533181f4c4012c Copy *—-—

Certificate Installation Modes

“ Introduction to the unique-certificate-per-device and unique-certificate-per-product modes

Cloze

Fig. 6-20 Qingcheng Alibaba Cloud Copy Key and Secret
Step 20: Paste the key and the device secret to the configurations of the device. It can be done by the RAEM1
configuration software (Section 4) or the Qingcheng IoT Cloud (Section 5). For example, after connecting the
RAEM1 to the Qingcheng loT Cloud, open the configuration and find the network settings. Paste the Alikey
and AliSecret to it. Then click “Send Config”. After sending successfully, click “Reboot” and let the hardware
reboot without interruption.
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E&REa/Version

=&EID/Device ID

ImigEERO/Port

£1L/Stop E=/Reboot EiERISISend Config
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Fig. 6-21 Qingcheng Alibaba Cloud Configure Ali Key and Secret
Step 21: When the device state becomes “active”, it means it is successfully activated.

loT Platform  / Devices [/ Devices
Devices

productTest hd

Device List Batch Management

Add Device Batch Add DeviceMame
DeviceName/Alias Product
device0001 productTest

Total Devices

Advanced Search

® Activated Devices
Enter DeviceName
Node Type State/Enabled
Devices Inactive ()

Search by DeviceTag ™V

Last Online Actions

View | Delete

Fig. 6-22 Qingcheng Alibaba Cloud activate device

6.5 View Devices

Choose “Public Examples”. (See Figure 6-23).

Select “Devices” >> “Devices” in the left column (Figure 6-24). There are all devices listed below. Choose

the device type” RAEM1” below the “Devices” to search for only RAEM1s. Click on the desired device

name.

Choose the “TSL Data” tab and there are three modules under the “Default Module” on the left, device

configuration, device Information and device data respectively. All the data are real-time display. (Figure
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6-25)

A Note that currently only parameters, system ratings and configurations are uploaded to the Alibaba
Cloud, no waveform data available yet. Fvery 200ms one group of data with the maximum amplitude is
uploaded to the cloud server, not every single group data. If all the original data are wanted, please use
Qingcheng loT Cloud, or contact us to configure Alibaba Cloud to receive all original data.

(4) There is a “View Data” button on the upper right corner of each parameter block. Click on the button to
view the parameter history chart or form. (Figure 6-26)

(5) Click “Online Debug” tab or under the “Maintenance” on the left menu to enter the online debugging
page. Select online devices and start debugging and configurations. To modify the configurations, enter
the new configuration values in the textbox on the left column and click “Debugging” >> “Set” to send

the configurations to the devices. Click “Get” to read the current settings. (Figure 6-27)

= (-] Alibaba Cloud @ Workbench China (Shanghai) v Q search Expenses Tickets ICP  Ente
loT Platform -
TAbREE R G £ B0 R & B <
Overview 0 0 0 0
Documentation [%
Value-added Services ey e
FE
TISETAVRFSESR]
oy =] AR SR, TS, T
hY SLA (R4,
@ Activated \ FAISLA R
FHEwE
Fig. 6-23 Qingcheng Alibaba Cloud
H (D AlibabaCloud = & workvench China (Shanghai) ) Expenses  Tickets ICP  Emerprise  Support  App o W
& Public Instance o7 Plattorm | Devices
T Devices

Products RAEMT o |f—
[E— 13 e ;
‘“ Devicelist  Batch Management  Advanced Search

Groups
Add Device Batch Add DeviceName v er DeviceName Q| SeachbyDeviceTag ™
Jobs
DeviceNamey/Alias Product Node Type State/Enabled @ 7 ast Online Actions
CA Certificate
qe_raem1_4g 61 RAEM1 Devices o oiine @) Jan 4, 2022, 13:4430.770 View  Delete
Rules Engine
Maintenance qc_raem1_4g_60 RAEM1 Devices. o ofine @) Jan 4, 2022, 13:24:32.500 View  Delete
Resource Allocation qc_raem1_4g_59 RAEM1 Devices » ofine @) Jan 4, 2022, 11:55:52.308

Link Analytics (2

qc_israe_4g 0017 RAEM1 Devices e oiine @D Dec 31, 2021, 13:43:38.739 Delet
Link Visual

qc_israel_4g_0016 RAEM1 Devices o offine @) Dec 31, 2021, 11:20:35.497 View | Delete
Documentation and Tools

qcisrae1_4g_0015 RAEM1 Devices o offine @) Dec 31, 2021, 11:05:22448 View  Delete

Fig. 6-24 Qingcheng Alibaba Cloud
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Fig. 6-25 Qingcheng Alibaba Cloud
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Fig. 6-26 Qingcheng Alibaba Cloud
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Fig. 6-27 Qingcheng Alibaba Cloud
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7. SWAE Software Online Acquisition

Qingcheng SWAE software supports SAEU3H and RAEM1 online acquisition data display, including
parameter real-time display and waveform real-time display. Install the SWAE software. Connect RAEM1 to
the PC and configure the PC settings. When the RAEM1 starts acquisition, it starts to display real-time data
on the software.

® SWAE Version [Windows]: setup_x64 V4.6.25.67.exe

® Supported connection method: Ethernet connection, or Wi-Fi connection
® Protocol: TCP mode v2 (It also means all the data can be transmitted through TCP protocol to the server

without using the SWAE software)

A Notes:

By default, RAEM1 supports two network segments for data transmission to the SWAE software:
192.168.0. xx and 192.168.100.xx (where “xx” ranges from 20 to 30). If it needs to be configured to other
certain segments, choose “Use IP”, and enter the target computer IP address in the “RAEM1 Configuration”
software so that the RAEM1 can send the data to the dedicated computer IP address. Please make sure the

RAEM1 device IP address and the target computer IP address are in the same network segment.

T3H Server
Send U3H: Yes v Send Yave: |Yes ~ Send Param: Yes w
Address type: Use IP v Address: | 192 . 168 . 0 . 25 Port: 18883
Auto
Fig. 7-1 RAEM1 Configuration Software target PC IP setting
IP Address Auto Use IP
Type
Ethernet PC target address: 192.168.0.20 - 192.168.0.30, PC target address as
entered
192.168.100.20 - 192.168.100.30
Wi-Fi Hotspot PC target address:  192.168.100.20 - 192.168.100.30 PC target address
mode cannot be configured
Wi-Fi Router PC target address: 192.168.0.20 - 192.168.0.30, PC target address as
mode entered
192.168.100.20 - 192.168.100.30
(Router IP should be in the “100” network segment)

Table 7-1 IP address settings for different connection
v" To use SWAE online data acquisition function, the firewall must be turned off:
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(1) Open “Windows Defender Firewall with Advanced Security”.
2 Click “Windows Defender Firewall Properties”.
@ In the “Domain Profile” tab, change the “Firewall state” from “On” to “Off”.

4) Change the “Firewall state” to “Off” in the “Private Profile” and “Public Profile” tabs as well. Then click

“OK” to take effect.

@ Windows Defender Firewall with Advanced Security - [m] x
File Action View Help
@=|m

E2 Inbound Rules & | Windows Defender Fire. &

Qutbound Rules

o ﬂ Windows Defender Firewall with Advanced Security provides network security for Windows computers
~m Connection Security Rules

| Import Policy..

> Bl Monitoring 4| Export Policy...
Overview - Restore Default Policy
@ For your security, some settings are controlled by Group Policy Diagnose / Repair
Domain Profile is Active View 4
& Windows Defender Firewall is on |G Refresh
0 Inbound connections that do not match a rule are blocked, D Properties
@ Outbound connections that do not match a rule are allowed Help

Private Profile

@ Windows Defender Firewall is on,

0 Inbound connections that do not match a rule are blocked,
@ Outbound connections that do not match a nule are allowed

Public Profile is Active

@ Windows Defender Firewall is on

0 Inbound connections that do not match a rule are blocked.
@ Outbound connections that do not match a nule are allowed

@ Windows Defender Firewall Properties I#
T

I
< > [ et = w

()

indows Firewall with Advanced Security - LDAP://CN={BAFOAOE... E4

, Ill Psec Seings |
E) 4

f ’ Specify behavior for when a compuler is connecled lo its corporale
domain.
f ~ State

i ‘ Eirewall stale || ~] |
i Inbound connections: INol configured 'I

QOutbound connections: INol configured * I :

| | |

I Settings

i | y
- | Specily settings thal control Windows .
7— | Firewall behavior _Customee_ |

" Logging

| | Specily logging settings for . |
! H troubleshooting gt |

e [o] S S

e_~ 0k || Cancel | Apph |

(b)
Fig. 7-2 Turn off Windows Defender Firewall (a & b)
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After installing the SWAE software, open the software and click the upper left corner icon to confirm or

switch the product type. A window will pop up to show current product type to connect. Choose “Yes” to

switch product or “No” to cancel and continue.

—

v File Hardware And Sample View Data Replay WView tool Analysis Help

N @@l

Open  Save Save Load File Split  Merge
Settings Settings Settings As. Default | Conwversion  File Flles
Settings File File's Data Edit&Convert

Fig. 7-3 SWAE icon to switch product

SWAE4

The currently supported devices are: RAEM1. Do you want to
! switch to U3H now? The switch will not take effect until it is
restarted.

Click "No" to cancel; Click "Yes"™ and the software will switch and
restart.

=(Y) &(N)

Fig. 7-4 Warning window for product types

7.1 Ethernet Transmission

7.1.1 Single RAEM1 Direct Ethernet Connection

» Connect RAEM1 to PC. It can be directly connected PC through Ethernet cable. Or use a

switch/router to form a local network.

>

N | Ethernet
Cable

PC RAEM1

A. Ethernet cable direct connection
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| ammm

— Ethernet Switch/ Ethernet
PC Cable Router Cable

RAEM1

B. Switch/ router connection
Fig. 7-5 Ethernet Connections

» The default Ethernet address of RAEM1 at factory settings is 192.168.0.101. So, when it is first used,

change the PC IP address to any address between 192.168.0.20 to 192.168.0.30. We configure it as
192.168.0.20 for example.

F

Internet Protocal Version 4 (TCP/IPwd) Properties @

General

You can get IP settings assigned automatically if your network, supports
khis capabilicy, Okherwise, vou need ko ask vour nebwark administrakar
faor the appropriate IP settings,

1 Obtain an IP address automnatically

@ Lse the Following IP address:

IF address:
Subret mask:

Defaulk gateway:

Cbtain DNS server address automatically
@ Use the Following DMS server addresses:

Preferred DMS server:

alkernate DMS server:

[] validate settings upon exit

[ ok ][ Cancel ]

Fig. 7-6 Change PC IP address
» Inthe RAEM1 Configuration software “Storage Settings” page, disable the “Data Storage” >> “Save
Wave” and “Save Param” and “Upload original data”.

» Enable “Send U3H", “Send Wave” and “Send Param”. Change the Address type to “use IP” and

enter the target PC IP address as it is set in the above step.
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4 Device Information r Sample Settings ]/ Network Setting;/y Storage Settings ]/ System Settings T File View I
Data Storage
Save Wave: No w
Save Param: MNo v
Tpload original dat Mo v
T5H Server
Send T3H: Yes w Send Wave: Yes v | Send Param: |Yes A
address type: Use IP v address: | 192 . 168 . 0 . LL. Fort: 9504

Fig. 7-7 Turn on “Send to U3H"

Note: The reason of disabling the data local SD card storage is because it may slow down the data sending
to SWAE which could cause data lost. If the data is sent to SWAE, all the original data will be saved in U3H
format files in SWAE software.

»  Turn on SWAE software, and click “Hardware and Sample” >> “Sample Setting”:

I. @ File ,

Hardware And Sample View Data Replay View tool

quv@@ Y

Sample | |Sample Pause Stop Tag Hardware
Settings Taq View T. Parameter Filter
Sample I Tag Auxiliary Function

Fig. 7-8 SWAE software sample settings
(1) IP Address: the IP address of the PC. It is set to be the same as the last step, 192.168.0.20.

(2) Port: the default is 18883.
(3) Sample speed: should be the same as the sample rate of RAEM1.
(4) Sample length: it only affects the display on SWAE software. It is suggested to set the value equal to

RAEM1 sample rate times EET.
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Sample Settings >

‘D‘ IP Address: ‘ 192 . 168 . 0 . 20
ISAE/RAE1
Settings port: 18883

=

A
Saving Sample speed: 1000 (K/s) Sample length; | 10000 (Point, Maximum 100000)

Sample setup ‘

Comparison of device number and channel number:

Index Device Name Channel ID
1 0001 1

I~

Add Modify Delete

/

Fig. 7-9 Change Sample Settings

(5) Click *Add” button and set the device ID and its channel number in the pop-up window:

- Device ID: enter the last 4 digit of the device ID
Device ID: gc_raeml_test_0001

Fig. 7-10 Device ID

- Channel number: manually define the channel number. It can start with 1.

»  Click “OK” to save the changes and then click “Sample” to start data acquisition:

BOowy v &

Sample || Sample] Pause Stop Add Tag
Settings \ Tag View
Sample Tag

Fig. 7-11 Click “Sample” button
» Define the data save path: the data sent from RAEM1 will be saved as U3H format ((PRA & .AED).
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SWAE x

Browse CiUserslyatin\Desktopitesti

Current data file save as:

test

OK CANCEL

Fig. 7-12 Data save path

»  After starting sampling, there will be a network matching process which might last for 1 to 30
seconds. Once the network is matched, there are parameters and waveform sending in and displaying in the

software. The waveform will display first and after 3 seconds the parameters show up too.

-~

No Arrival time(dd:hhimmes...  AE cha..  Amplit... Counts Duration(us) Energy(KpJ) Rise counts

Fig. 7-13 Data table in SWAE

»  Scroll the mouse on the waveform view to switch channels:

Unit: ( x10e-2 ) V No. 21

0.00

1.000 2.000 3.000 4.000 5.000 6.000 7.000 9.000 10.000
ms

Fig. 7-14 Waveform View
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7.1.2 Multiple RAEM1 Ethernet Connection

»  Connect multiple RAEM1s to PC using switches or router to form a local network. The figure below

shows the connections using Ethernet cables.

RAEM1

& s

Ethernet  Switch/ Router ~ EtNernet
PC Cable - Cable RAEM1

RAEM1

Fig. 7-15 Ethernet Multiple RAEM1 networking

» There are two types of networks forming for multiple devices networking, static IP and dynamic IP.
In static IP form, it must make sure each RAEM1 has a different IP address; while the dynamic IP form

requires the router to be in between the devices and to assign the dynamic IP addresses.

4

Device Information r SampleSetting;/y Network Settings r Storage Settings r System Settings r File View l

Ethernet settings

O Static IP ) Dynanic IP ‘ 192 . 168 . 0 . 101 ‘ Hodi £y

Fig. 7-16 Static IP setting
1) Static IP networking: in the network connection above there are three RAEM1s and they can be

configured as static IP:

ID Static IP address
gc_raeml_test_0001 192.168.0.101
gc_raeml_test_0002 192.168.0.102
gc_raeml_test_0003 192.168.0.103

Table 7-2 Static IP address
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2) Dynamic IP networking: change the settings to “Dynamic” and connect them to the router.
> In the RAEM1 Configuration software “Storage Settings” page, disable the “Data Storage” >> “Save
Wave” and “Save Param” and “Upload original data”.
> Enable “Send U3H", “Send Wave” and “Send Param”. Change the Address type to “use IP” and enter
the target PC IP address.
Note: The reason of disabling the data local SD card storage is because it may slow down the data sending
to SWAE which could cause data lost. If the data is sent to SWAE, all the original data will be saved in U3H

format files in SWAE software.

4 Device Information r Sample Settings r NetworkSetting;/ Storage Settings r System Settings r File View 2
Data Storage
Save Wave: No ~
Save Param: No ~
Tpload original datMNo ~
U3H Server
Send U3H: Yes ' Send Wave: Yes ~ | Send Param: |Yes o
Address type: Use IP ~ address: | 192 . 168 . 0 . Lo, Fort:| 9504

Fig. 7-17 Ethernet Multiple device networking IP settings
» If itis static IP mode, change the PC IP address to between 192.168.0.20 and 192.168.0.30.

»  Turn on SWAE software, and click “Hardware and Sample” >> “Sample Setting”:
(1) IP Address: the IP address of the PC. It is set to be the same as the last step, 192.168.0.20.
(2) Port: the default is 18883.
(3) Sample speed: should be the same as the sample rate of RAEM1.
(4) Sample length: it only affects the display on SWAE software. It is suggested to set the value equal to
RAEM1 sample rate times EET.
(5) Click *Add” button and set the device ID and its channel number in the pop-up window:
- Device ID: enter the last 4 digit of the device ID
- Channel number: manually define the channel number. It can start with 1. When adding a
new channel, channel number increases by one.
(6) Click “*OK” to save the changes and then click “Sample” to start data acquisition:

(7) Define the data save path: the data sent from RAEM1 will be saved as U3H format (. PRA &. AED).
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(8) After starting sampling, there will be a network matching process which might last for 1 to 30
seconds. Once the network is matched, there are parameters and waveform sending in and displaying in the

software. The waveform will display first and after 3 seconds the parameters show up too.

Comparison of device number and channel number:

Index Device Name Channel ID
1 0001 1
2 0002 2
3 0003 3

Fig. 7-18 Channel number and device ID list

Al

EET (B (dB) iGfh. RHE. AW LF. LR RMS(. ASLid

Fig. 7-19 Data Table and Waveform View

7.2 Wi-Fi Transmission

7.2.1 Wi-Fi Hotspot Mode

»  Connect RAEM1 to PC. It can be directly connected PC through Wi-Fi Hotspot.

N I Wi-Fi
Hotpot

PC
RAEM1

Fig. 7-20 Wi-Fi Hotspot Mode Connection

» Inthe RAEM1 Configuration software “Storage Settings” page, disable the “Data Storage” >> “Save
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Wave” and “Save Param” and “Upload original data”.

> Enable “Send U3H", “Send Wave” and “Send Param”. Change the Address type to “use IP” and enter
the target PC IP address.
Note: The reason of disabling the data local SD card storage is because it may slow down the data sending
to SWAE which could cause data lost. If the data is sent to SWAE, all the original data will be saved in U3H
format files in SWAE software.

» The default Wi-Fi Hotspot address of RAEM1 is 192.168.100.1. Once connecting to the Hotspot
released by the RAEM1, it will automatically assign the PC IP address. Just by clicking the Hotspot properties,

it shows the PC target IP address.

gzsoundwel

BiERE

T

qc_raem1_test 0011_5g

N

gzsoundwel

%m

soundwel

R\E

ChinaNet-eZFv

R\D

ChinaNet-gAxM

&m

DIRECT-9C-EPSON-AFCF2E

R\D

INTAIER-1

R&

ILEF Internet 18
BHISE, fnEFEERSENTREITE.

I o )
R =

Fig. 7-21 Connecting Hotspot

»  Turn on SWAE software, and click “Hardware and Sample” >> “Sample Setting”:

(1) IP Address: the IP address of the PC. It is set to be the same as the last step, 192.168.100.20.

(2) Port: the default is 18883.

(3) Sample speed: should be the same as the sample rate of RAEM1.

(4) Sample length: it only affects the display on SWAE software. It is suggested to set the value equal to

RAEM1 sample rate times EET.
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>
>
seconds.

software.

71.2.2

>

Click "Add” button and set the device ID and its channel number in the pop-up window:
- Device ID: enter the last 4 digit of the device ID
- Channel number: manually define the channel number. It can start with 1.
Click “OK” to save the changes and then click “Sample” to start data acquisition:
Define the data save path: the data sent from RAEM1 will be saved as U3H format (. PRA &. AED).
After starting sampling, there will be a network matching process which might last for 1 to 30

Once the network is matched, there are parameters and waveform sending in and displaying in the

&« wE - O X

@ qc_raemT1_test_0011_5¢g

B

SSID: qc_raem1_test_0011_5g
s Wi-Fi 4 (802.11n)
TR Fi

Y4BT 5 GHz

MLEIEIE: 44

PR (/) 150/150 (Mbps)
ZSHBHERE IPv6 HbL: fe80::19a4:d132:3fe6:17d9%5

IPv4 HBiik: 192.168.100.20
IPv4 DNS fRS5ES: 8.8.8.8
1NM4.14.114.114
HliEES: Intel Corporation
ik Intel(R) Wi-Fi 6 AX201 160MHz

Fig. 7-22 Check the Hotspot IP address

Wi-Fi Router Mode

Connect multiple RAEM1s to PC through Wi-Fi using switches or router to form a local network.
When multiple devices connect to a router, it will assign them with different IP addresses. Click the
router property to check the PC assigned IP address.

In the RAEM1 Configuration software “Storage Settings” page, disable the “Data Storage” >> “Save

Wave” and “Save Param” and “Upload original data”.

>

Enable “Send U3H", “Send Wave” and “Send Param”. Change the Address type to “use IP" and enter

the target PC IP address.

Note: The reason of disabling the data local SD card storage is because it may slow down the data sending
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to SWAE which could cause data lost. If the data is sent to SWAE, all the original data will be saved in U3H

format files in SWAE software.

)

RAEM1

E
g<=:>

Wi-Fi/
Ethernet  Switch/ Router Wi-Fi
PC Cable RAEM1
RAEM1
Fig. 7-23 Wi-Fi Router mode networking
|
& gE -
% qc_wifi_test
" Finternet, T4
 gc_wifi_test
(=l et
MR B
8
3 Z 3 qc_wifi_tes
| U gzsoundwel SSID: fi_test
[ v Wi-Fi 5 (802.11ac)
| &ﬁ soundwel s WPAZ-ANA
[E L 5 GHz
8Z ChinaNet-ezfv PUBIEIE: 157
HummrE gy Ei):  730/866 (Vbps)
I a y JEFE IPv6 1l fe80::3511:d57b:3ac7:6f3f%17
| (7@ ChinaNet-ZLAs 1Pv4 b 192.168.1.101
| & 1Pv4 DNS fR5528: 192.168.1.1
/ﬁ: DIRECT-9C-EPSON-AFCF2E il Intel Corporation
[ fig: Intel(R) Wi-Fi 6 AX200 160MHz
%% R YRR 227006
PR MAC): C0-3C-59-B5-95-5A
RIZSH Internet 1R8
BHRE, FUISFEERRE RS, il
VA 1%} ((|>)
@ e
WLAN KiTER Baive
Fig. 7-24 Wi-Fi Router PC address
TEH Server
Zend T3H: ‘Yes v‘ Send Wave: Send Param:
Address type: Use IP v hddress:| 192 . 168 . 1 . 101 ‘ Port: 18883
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Fig. 7-25 Wi-Fi Router mode networking IP settings

Turn on SWAE software, and click “Hardware and Sample” >> “Sample Setting”:

IP Address: the IP address of the PC. It is set to be the same as the last step, 192.168.1.101.
Port: the default is 18883.

Sample speed: should be the same as the sample rate of RAEM1.

Sample length: it only affects the display on SWAE software. It is suggested to set the value equal to

RAEM1 sample rate times EET.

®

© ® Y o

seconds.

software.

Click "Add” button and set the device ID and its channel number in the pop-up window:

- Device ID: enter the last 4 digit of the device ID

- Channel number: manually define the channel number. It can start with 1.

Click “OK” to save the changes and then click “Sample” to start data acquisition:

Define the data save path: the data sent from RAEM1 will be saved as U3H format (. PRA &. AED).
After starting sampling, there will be a network matching process which might last for 1 to 30

Once the network is matched, there are parameters and waveform sending in and displaying in the
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8. Data Access

There are two ways to access the RAEM1 data packages, either through RAEM1 Configuration software,

or cloud servers.

8.1 RAEM1 Configuration Software Access

RAEM1 Configuration software has the “File View” function to access the RAEM1 data packages stored
in the local storage card. It also supports the data downloads and format conversion. Please see Section 4.6

for detail introduction.

8.2 Cloud Server Access

There are two cloud servers available to upload data to, Qingcheng loT Cloud and AWS S3.

8.2.1 Qingcheng loT Cloud Access

When it is configured to update the original data to the cloud server, the data will be uploaded to the
Qingcheng loT Cloud. The users can download the data by logging in the Qingcheng loT Cloud. Please see

Section 5 for more detail.

Data Storage

Save Wave: Yes w
Save Param: Yes w
Uplead eriginal dat|Yes R

Fig. 8-1 Data Storage configuration for Qingcheng IoT Cloud
8.2.2 AWS S3 Setup and Access

Amazon Simple Storage Service (Amazon S3) is an object storage service that offers industry-leading
scalability, data availability, security, and performance. RAEM1 supports uploading data to AWS S3 server.
Users need to register for their own AWS account and follow the steps below to setup RAEM1. Before using
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AWS, please make sure the firmware version is v1.0.53 and above.
€ AWS S3 Setup

1) Sign up a Root user account in AWS.

adWs

Sign in

® Root user
Account owner that performs tasks requiring
unrestricted access. Learn more

O 1AM user
User within an account that performs daily tasks.
Learn more

Root user email address

By continuing, you agree to the AWS Customer
Agreement or other agreement for AWS services, and the
Privacy Notice. This site uses essential cookies. See our
Cookie MNotice for more information.

Create a new AWS account

Fig. 8-2 Sign up for AWS Root account

2) Create new accounts in AWS
» Go to IAM service
aWs I services | | Q 1AM
Search results for 'IAM'

Services

Features (15)

Blogs (1,267)
Manage access to AWS resources

Documentation (99,663)
Knowledge Articles (30)

Events (5) Share AWS resources with other accounts or AWS Organizations

Fig. 8-3 Search for IAM
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» Add users

L @ Glovalv

Identity and Access x 1AM
Management (IAM)

Users (1) info z Delete

Q Search IAM An IAM user is an identity with long-term credentials that is used to Interact with AWS in an
Dashboard Q Find 1 (0]
‘w Access management
User groups User name - Groups - Lastactivity MFA - Password age Active key age -
Users
qe_lot_test None @ 1 hour ago None @ 10 days ago @ 10 days ago

Roles

Fig. 8-4 Add users

» Step 1: enter the user's name and check the “Access key” and “password”.

o 2 3 4 5

Add user

Set user details

You can add multiple users at once with the same access type and permissions. Learn more

User name” newUser

© Add another user

Select AWS access type

Select how these users will primarily access AWS. If you choose only programmatic access, it does NOT prevent users from accessing the console using
an assumed role. Access keys and autogenerated passwords are provided in the last step. Learn more

Select AWS credential type® « Access key - Programmatic access
Enables an access key ID and secret access key for the AWS API, CLI, SDK, and

other development tools

¥ Password - AWS Management Console access
Enables a password that allows users to sign-in to the AWS Management Console.

Console password* @ Autogenerated password

Custom password

* Required

Fig. 8-5 User adding step 1

» Step 2: select “attaching existing policies directly” and search for “S3”, check “AmazonS3FullAccess”.

v Set permissions

.'..?. Add user to group

Create policy

Copy permissions from
Mh  existing user

Attach existing policies
directly

el
£

Filter policies - Q s3 Showing 7 results
Policy name Type Used as

» W AmazonDMSRedshiftS3Role AWS managed None .
» Wi AmazonS3FullAccess AWS managed Permissions policy (2)

4 I=l AmazonS30bjectLambdaExecutionRolePolicy AWS managed Permissions policy (1)

y W AmazonS30utpostsFullAccess AWS managed Permissions policy (1)

y F AmazonS30utpostsReadOnlyAccess AWS managed None

» AmazonS3ReadOnlyAccess AWS managed None

y 0 QuickSightAccessForS3StorageManagementAnalyticsReadOnly AWS managed None -

Cancel Previous

Fig. 8-6 User adding Step 2
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» Then “Next” and “Next” again to get to Step 4. In Step 4, click “Create user”.

Add user 12 3 o 5

Review
Review your choices. After you create the user, you can view and download the autogenerated password and access key.
User details
User name newUser
AWS access type Programmatic access and AWS Management Console access
Console password type Autogenerated
Require password reset Yes

Permissions boundary Permissions boundary is not set

Permissions summary

The following policies will be attached to the user shown above.

Type Name

Managed policy AmazonS3FullAccess

Managed policy |IAMUserChangePassword
Tana

Cancel Previous Create user

Fig. 8-7 User adding Step 4

» Download the CSV file to get the Access key and secret for the RAEM1 configuration.

Add user 12 3 a e

&® Success
You successfully created the users shown below. You can view and download user security credentials. You can also email users
instructions for signing in to the AWS Management Console. This is the last time these credentials will be available to download. However,
you can create new credentials at any time.

Users with AWS Management Console access can sign-in at: https://527763208544.signin.aws.amazon.com/console

& Download .csv

User Access key ID Secret access key Password Email login
instructions
» & newUser AKIAXVYJDPFQMDFBIFKS (1 ™™™ Show TEREE Show Send email 4

Fig. 8-8 User adding Step 5

A B C D E F G H I J

1 IUser name _IPa.ssword Access kejSecret accConsole login link
2 newlUserl bT7{0HDD’ c:AKIAXVYJDFVpi9J4XDsthttps://527763208544. signin. aws. amazon. com/console
3

Fig. 8-9 Access key and secrete

3) Create the S3 Bucket using the AWS IAM user account

» Open the downloaded CSV file. Open the Console login link it provides and enter username and
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password. It will ask you to create a new password afterwards.

»  Search for S3

»  Create bucket

dWS

Sign in as |IAM user

Account ID (12 digits) or account alias

527763208544

IAM user name

newUser

Password

(J Remember this account

Fig. 8-10 Console Login Link

Search results for 'S3’

Services

Features (10)

Blogs (1,026) &
Scalable Storage in the Cloud
Documentation (476,397)

Knowledge Articles (30)

*

Tutorials (4) Archive Storage in the Cloud

Events (14)

Fig. 8-11 Search for S3

aN @ Global v newUser @ 5277-63|

Amazon S3 X

Buckets
Access Points

Object Lambda Access Points
Multi-Region Access Points
Batch Operations

Access analyzer for 3

Block Public Access settings for
this account

v Storage Lens
Dashboards

AWS Organizations settings

Amazon S3

» Account snapshot

pdated: Jan 24, 2022 by Storage Lens. Metrics are generated every 24 hours. Learn more [
Buckets (3) info
Buckets a fo 53. Learn more [
Q
Name a AWS Region v
qe-aws-test-0114 Asia Pacific (Singapore) ap-southeast-1

qe-iot-test-20220114 Asia Pacific (Singapore) ap-southeast-1

test-bucket-20220117 Asia Pacific (Singapore) ap-southeast-1
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Access B
Objects can be public
Objects can be public

Bucket and objects not public

View Storage Lens dashboard

Creation date
January 14, 2022, 16:44:22 (UTC+08:00)
January 14, 2022, 17:16:10 (UTC+08:00)

January 17, 2022, 17:22:18 (UTC+08:00)



Fig. 8-12 Create bucket

»  Enter bucket name and AWS region. Press “Create bucket” at the bottom.

338 Services | Q ¢

Amazon 53 Create bucket

Create bucket

Buckets are containers for data stored in S3. Learn more [

General configuration

Bucket name

test-bucket

Bucket name must be unigue and must not contain spaces or uppercase letters. See rules for bucket naming E

AWS Region

Asia Pacific (Singapore) ap-southeast-1 v

Copy settings from existing bucket - optional
Only the bucket settings in the following configuration are copied.

Choose bucket

Fig. 8-13 Enter bucket information

4) Configure RAEM1 AWS

»  Get the AWS key, Secret, Bucket Name, and region information from the above steps.

A B C D E F

|L'5e1' name_lPassword Access kejSecret accfonsole login link
newlUser @Sp3%I&sQYAKIAXVYIDEriEGi6P2rshttps://527763208544. ¢

Amazon S3 test-bucket-20220117

tESt-bUCket-202201 1 7 Info

Objects Properties Permissions Metrics Management Access Points

Bucket overview

AWS Region Amazon Resource Name (ARN)
Asia Pacific (Singapore)(ap-southeast-1 arn:aws:s3:jtest-bucket-20220117

Fig. 8-14 Get AWS S3 Information
»  Enter the information in the RAEM1 Configuration software AWS section.

107



AWE Paramer

W3 Enable: Enable w
WS Key: AKIAXVYIDPFQB4HU2Y7M AYE Sac: nTXmhD9TY1zQVHz6iaxOtELMS
AWS region ap-southeast-1 WS bucket name: | test-bucket-20220117

Fig. 8-15 Enter AWS configuration

»  Also configure the RAEM1 data storage settings. Make sure to enable “Save Wave” and “Save Param”

but disable “Upload original data”. Because that means to upload data to Qingcheng loT Cloud.

4 Device Information r Sample Settings r Network Setting;/v Storage Settings r System Settings r File View I

Data Storage

Save Wave: Yeg v
Save Param: Yes v
Upload original datNo w7

Fig. 8-16 Data Storage settings for AWS
»  After successfully send the AWS setup information to the RAEM1, it needs to reboot the device to

take effects. Right click on the device name in the device list and select “Reboot Device”. The device will

automatically reboot and reconnects. Please do not interrupt the reboot process in any way.

€ Data Access

»  When there are HITs, RAEM1 will pack the data every 5 seconds and then store in the local storage
first. If there is no data, there will be no data packs. Then based on the network availability, it will start upload
the data packs to the specified AWS S3 bucket. If the network connection stops when it is uploading. It will
stop and retry when the connection is back. Once the data packs are uploaded to the cloud server successfully,
the local storage copies will be deleted. To access and download the data packs in AWS S3:

» Log in to your AWS account and go to S3 server. In the bucket list, choose the bucket that is set to

store the RAEM1 data.
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Amazon S3 X Amazon 53

» Account snapshot

wility into storage usage and activity trends. Le:

Access Points

Storage lens provides v

more [

Object Lambda Access Points
Multi-Region Access Points

Batch Operations Buckets (2) info Is]

Access analyzer for 53 Buckets are containers for data stored in 53. Learn more [3

Q 1 @
Block Public Access settings for
this account .
Name a AWS Region v Access v Creation date v
v Storage Lens qe-iot-test-20220114 Asia Pacific (Singapore) ap-southeast-1 Objects can be public January 14, 2022, 17:16:10 (UTC+08:00)
Dashboards 20220117 Asia Pacific (Singapore) ap-southeast-1 Bucket and objects not public January 17, 2022, 17:22:18 (UTC+08:00)
AWS Organizations settings \

Fig. 8-17 Select bucket

» Choose “tmp/” folder

L @ Global

Amazon S3 x AmazonS3 > test-bucket-20220117

fuckets test-bucket-20220117 i
Access Points
Object Lambda Access Points

Objects Properties Permissions Metrics Management Access Points
Multi-Region Access Points

Batch Operations

Access analyzer for 53

Objects (2)

n'$3. Vou can use Amazon $3 inventary [

alist of all objects in your bucket. For others to acce:

Actions Create folder M Upload

your objects, you'll need to explicitly

re

grant them permissions. Learn more [3
Block Public Access settings for Sl . &

this account

w Storage Lens a 1 ®
Dashboards
AWS Organizations settings Name a Type v Last modified v Size v Storage class v
[y home/ Folder - - -
Feature spotlight () 0 tmp/ Folder | - - -

» AWS Marketplace for 53 \

Fig. 8-18 Open “tmp/" folder

» Choose “aws_data/” folder. Inside the folder, the RAEM1 data packs are all listed. Click on the name

to start further operations.

aws Services L @ clobalv
Amazon S3 X AmazonS3 > test-bucket-20220117 > tmp/ _data/
Copy S3 URI
aws_data/
Points
Object Lambda Access Points Obije Cropattics
Multi-Region Access Points
Batch Operations
Access analyzer for 3 Objects (49)
undamental entities sto 3. You can use Amazon $3 inventory [ to get a s of all objects in your bucket. For others to access your objects, you'll need to explicily grant
ons. Learn more (4
Block Public Access settings for - -
this account Actions ¥ Create folder @ Upload
w Storage Lens Q 1 ®
Dashboards
S Oxanisations seilings Name / a  Type v Lastmodified v Size v Storageclass v
D qc_raem1_4g_61_ae_ndt_1642475624.2ip zip January 18, 2022, 16:10:29 (UTC+08:00) 11MB  Standard
[ qc_raem1_4g_61_ae_ndt_1642475671.zip zip January 18, 2022, 15:49:57 (UTC+08:00) 40K8B Standard
Feature spotlight @)
D qc_raem1_4g_61_ae_ndt_1642475674.2ip zip January 18, 2022, 16:10:34 (UTC+08:00) 2095K8  Standard
B qc_raem1_4g_61_ae_ndt_1642475679.zip zip January 18, 2022, 16:10:40 (UTC+08:00) 265K8  Standard
AWS M: e for S3
»::AWS Maraplace for. 53 D qc_raem?_4g_61_ae_ndt_1642475684.2ip zip January 18, 2022, 16:10:42 (UTC+08:00) 560kB  Standard
B qc_raem1_4g_61_ae_ndt_1642475738.2ip zip January 18, 2022, 16:10:44 (UTC+08:00) 150K8  Standard
D qc_raem1_4g_61_ae_ndt_1642475739.2ip zip January 18, 2022, 16:10:49 (UTC+08:00) 15KB  Standard

Feedback  English (US) ¥ © 2022, Amazon Web S

Inc. or its affiliates. Privacy Terms  Cool

Fig. 8-19 Data packs in the bucket
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9. Data Analysis

The RAEM1 data needs data format conversions to be able to display and be analyzed in Qingcheng
SWAE software and the third-party analysis software. Currently there is no RAEM1 analysis software available

yet.

The data packs generated from RAEM1 can be converted into the SWAE software readable formats using
Qingcheng’s “RAE1toU3H" software. It can also be opened through "RAEM1 Configuration” software >> “File
Convert” button at the left bottom corner. The “File View” tab of the “RAEM1 Configuration” software also can

download and convert the data files of RAEM1 to U3H or CSV formats too. Please see Section 4.6 for detail.

The converted files (. PRA &. AED) can be replayed and analyzed in SWAE software. Please contact
Qingcheng for the user’'s manual of SWAE software for detail. The conversion software also supports CSV
format conversion which can be then imported and analyzed in the third-party software. Multiple-channel

RAEM1 data conversion is also supported in this software.
The conversion steps of “RAE1toU3H” software:

1) Download RAEM1 data packages. The downloaded packages are individual compressed zip
packages. The software supports multiple zip packages conversion. Save all the zip packs in a file folder. If
there are multiple RAEM1 data packs, save the compressed packages of each RAEM1 in each separated file

folder.

2) Open “RAE1toU3H.exe”. It can also be opened through RAEM1 Configuration software >> “File

Convert” button at the bottom left corner. See Figure 9-1.

3) Inthe “RAE1toU3H" interface, click “Add directory” to add the folders to be converted. Each folder
directory will be converted to one individual channel. Double click to modify the channel numbers. Right click
to delete the selected or all the file directories. Check the box to indicate that “File is in compressed format”.
Choose the save directory. Make sure the sampling rate is the same as the RAEM1 sampling rate. Click

“Convert U3H” button to start conversion.
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A& RAEM1 Configuration - 732,17 ; : :

/E RAE1TOU3H - .0 nea - X F

RAEM1 Con ket Decice

Conversion parameter settings s
4 " Device Information 1. RAE1 file directory: Add directory(D)

Device ID: |qc_raemi_4 Index Directory Name ‘Channel ID

1_4G_05

Device Name: |raeml_zyng

[CIFie s in compressed format (Z) (Double-click the left button to modify the channel number)

2. Select directory to save the converted file (same name wil be deleted):

D:\ Save to (S)

3. Other parameters:

Samping rate(kHz): |10000 Samping length(Point): | 2000 (maximum points: 100000)

Softwm Language(L) Convert U3H |
>
File Cenvert | Other 0ingCheng AR Institute Co. Ltd

Fig. 9-1 Open "RAE1ToU3H”

#E RAETTOU3H - 1.0.0.15 - X

Conversion parameter settings \
1. RAE1 file directory: Add directory(D)

Index Directory Name ‘ Channel ID
1 C:\Users\yatin\Desktop\test\RAEM1_0001 1
2 C:\Users\yatin\Desktop\test\RAEM1_0002 2

| File is in compressed format (Z) (Double-click the left button to modify the channel number)

2. Select directory to save the converted file (same name wil be deleted):

| C:\Users\yatin\Desktop\test

| Save to (5)

3. Other parameters:

Sampling rate(kHz): |10000 Sampling length(Point): | 5000 (maximum paints: 100000)

Language(L) \ Convert U3H |v

Fig. 9-2 RAE1ToU3H Interface
4) Once it starts conversion, there is a pop-up window to show the conversion process. After the
conversion is done, it should look like below. Click “OK” to close the window.
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5)

FE

Files converted.

Time consuming: 00:00:29.

Find Directory: C:\Users\yatin\Desktop\test\RAEM1_0001\

Extracting files: C:\Users\yatin\Desktop\test\RAEM1 0001\JF RAMEL 08 ae ndt 1635321600.zip
Extracting files: C:\Users\yatin\Desktop\test\RAEM1_0001\JF RAME1 08 ae ndt 1635321605.zip
Extracting files: C:\Users\yatin\Desktop\test\RAEM1_0001\JF RAME1 08 ae ndt 1635321610.zip
Extracting files: C:\Users\yatin\Desktop\test\RAEM1_0001\JF RAME1 08 ae ndt 1635321615.zip
Find Directory: C:\Users\yatin\Desktop\test\RAEM1_0002\

Extracting files: C:\Users\yatin\Desktop\test\RAEM1_0002\JF_RAME1 08_ae ndt 1635321640.zip
Extracting files: C:\Users\yatin\Desktop\test\RAEM1_0002\JF_RAME1 08_ae ndt 1635321645.zip
Extracting files: C:\Users\yatin\Desktop\test\RAEM1_0002\JF_RAME1_08 ae_ndt 1635321650.zip
Extracting files: C:\Users\yatin\Desktop\test\RAEM1_0002\JF_RAME1_08 ae ndt 1635321655.zip
Extracting files: C:\Users\yatin\Desktop\test\RAEM1_0002\JF_RAME1_08 ae_ndt 1635321660.zip

ETERBIT
Search folder: C:\Users\yatin\Desktop\Qingcheng\ ™5 \RAEM1\RAEM1 £x 1\EIHH\RAEM1BL B E0THRAEMIBLE T 82 3 0_13\RAEM1ALE T B2.3.0.13\RAEM1F

Search folder: C:\Users\yatin\Desktop\Qingcheng\7= &2 \RAEM1\RAEM1 ¥ HH\Er tH\RAEM1EL B 20 HH\RAEM1FR B T B2 3 0_13\RAEM1EE T B2.3.0.13\RAEM 1/
Wave fles: 4500, Param files: 4500

EEHE

s RAE1ToU3H X
Create file: C:\Users\yatin\Desktop\test\RAE1_211027155955253.aed .

Create fle: C:\Users\yatin\Desktop\test\RAE1_211027155955253.pra Files converted.

Wave Files: 4500, Param Files: 4500 - e
Wave Count: 4500, Param Count: 4500

Converted!!

Fig. 9-3 RAE1ToU3H Conversion Window

In the target save directory, there will be two corresponding U3H format files, PRA and AED files

respectively. They can be opened and replayed in SWAE software for data analysis.

& ' 1EEH e Fih
1 qc_raem1_df_0002_ae_ndt_946685362.zip 2021/7/6 14:41 EfEzipped) 3Tl 8711KB
! qc_raem1_df 0002_ae_ndt 946685367 zip 2021/7/6 14:41 E4E(zipped)3Lit... 8,624 KB

| gc raem1 df 0002 ae ndt 946685372 .z 2021/7/6 14:41 [EffEzipped)3Tit... 8,626 KB
ERAEW_210519113557072 aed 2021/7/817:33 AED 32{% 29,476 KB
ERAET_21US19173557U72.pra 2021/7/817:33 PRA 3744 503 KB

Fig. 9-4 Convert to U3H Files

If CSV format is wanted, click the “¥" button next to the “Convert U3H” button. After conversion,

there should be corresponding CSV files in the target directory. They should have “RAE1" prefixes. If
there are more than 800,000 rows in a CSV file, it will automatically generate another new CSV file. In

the result CSV files, the first column is timestamp, and the second column is the voltage values of

each waveform sampling points.

Convert U3H |+

Convert CSV File

Fig. 9-5 RAE1ToU3H Convert to CSV format
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=t

58 gc raem1 _test 06 ae ndt_16318580...
i gc_raem1_test_06_ae_ndt_16318581...
=8 gc_raem1_test 06 ae ndt 16318581...
58 qc_raem1 _test 06 ae ndt_16318582...
=R gc raem1_test 06 ae ndt 16318582...

|5 RAE1_210917135354494.csv

E2rHER

2021/9/17 14:01
2021/9/17 14:01
2021/9/17 14:01
2021/9/17 14:01
2021/9/17 14:01
2021/10/13 17:39

2o

WinRAR ZIP F4...
WinRAR ZIP &%&...
WIinRAR ZIP F4...
WIinRAR ZIP E45...
WinRAR ZIP £4&...

XLs THes=

Fh

995 KB
2,057 KB
2,053 KB
2,053 KB
2,052 KB

49,993 KB

Fig. 9-6 Result CSV file in the target directory

A2 -
A B

1 Date Time HL{7 (V)

2 |2021f09f1! 0. 002921
3 0. 008655
4 0.014426
5 0. 018658
6 0. 020844
7 0. 020468
8 0. 018228
9 0.015076
10 0.012219
11 0. 009366
12 0. 006787
13 0. 004294
14 0.001776
15 —-0. 000632
16 —0. 002405
17 —-0. 003949
18 —-0. 005338
19 —-0. 006592
20 -0. 007516
21 —-0. 008282
22 —-0. 009012
23 —0. 009573

@, fx 2021/09/17/ 13:53:54 494

C

D

E

F

Fig. 9-7 CSV File Layout
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10. Transmission Protocols for Third Party

Development

RAEM1 devices can provide local TCP and RS485 interfaces for third party development. Some protocol

details are shown below:

10.1  TCP Integration Protocol

The TCP protocol outputs every AE hit parameters and waveforms.

10.1.1 TCP Mode v2 Network Attributes

Address: configurable, choose “Use IP" and enter the server IP address and port.
Port: configurable.

Communication Protocol: TCP

YV V V V

Endianness: Little Endian

10.1.2 TCP Mode v2 Parameter Transmission

The TCP mode v2 supports parameter transmission. It needs to turn on the “Send Param” to SWAE server

function in the RAEM1 Configuration software.

RAEM1 Configuration

4 Device Information r Sample Settings r Network Settings r Storage Settings r System Settings r Fi\eV\e\V Project Data
HiE HREIRE Tcp Mode v2 ~ _HiRFTEIEIRG : | 60000
Address: | 192 .168 . 0 . 20 ‘

Port: 18883

Fig. 10-1 RAEM1 Configuration software “TCP v2 Send Param” function

The structure of the sent protocol is as follows:
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Device ID

amplitude, in dB
ASL, indB

Power, in Kpj
RMS, inmV
Rise time, in s

Rise counts

Counts

Duration, in s

Time

10.1.3 U3H Mode Parameter Transmission

The device supports parameter transmission. It needs to turn on the “Send Param” to U3H server function

in the RAEM1 Configuration software.

T3H Server
Send T3H: Yes w Send Wave: Yes v | Send Param: |Yes v

dddress type: Use IP e Address: . . . ‘ Fort:

Fig. 10-2 RAEM1 Configuration software “Send Param” function

The protocol format is:

Protocol Header Device ID Data Type Data Length Data

Protocol Header: 4 bytes, fixed, 0XABA5A5
Device ID: 4 bytes, the last 4 digits of the device ID
Data Type: 4 bytes, 0x00000000 is parameter data

Data Length: 4 bytes, length of the data content

YV V VYV V V¥V

Data Content: parameters

The parameters data format is as followed:

Version 4 bytes

Arrival time (second) unsigned int, 4 bytes
Arrival time (micro-second) unsigned int, 4 bytes
AMP (dB) Double, 8 bytes
Power (kJ) Double, 8 bytes

RMS (mV) Double, 8 bytes
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ASL (dB) Double, 8 bytes

Rise time (us) unsigned int, 4 bytes
Rise Ring-down counts unsigned int, 4 bytes
Duration (us) unsigned int, 4 bytes
Ring-down counts unsigned int, 4 bytes

10.1.4 U3H Mode Waveform Transmission

The device supports waveform transmission. It needs to turn on the “Send Wave” to U3H server function

in the RAEM1 Configuration software.

USH Server
Send T3H: Yes v Send Wave: Yes ~ || Send Param: |Yes e
Lddress type: Use IP w Lddress: . . . Fort:

Fig. 10-3 RAEM1 Configuration software “Send Wave” function

The protocol format is:

Protocol Header | Device ID Data Type Data Length Data

Protocol Header: 4 bytes, fixed, 0XABA5A5
Device ID: 4 bytes, the last 4 digits of the device ID
Data Type: 4 bytes, 0x00000001 is waveform data

Data Length: 4 bytes, length of the data content

YV V VYV V V

Data Content: waveform

The waveform data contents format is:

Arrival time (second) unsigned int, 4 bytes
Arrival time (micro-second) unsigned int, 4 bytes
Version 4 bytes

Waveform points unsigned int, 4 bytes

Sample speed (K/S) unsigned int, 4 bytes

Gain, preamplifier, in unit of times unsigned int, 4 bytes
Enlarge, circuit magnification, in unit of times Double, 8 bytes

N numbers of waveform data Each waveform has 2 bytes, i.e., there are
2N numbers of waveform data with 2N

bytes of data size.
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10.2 485 Integration Protocol

10.2.1 485 Interface Attributes

Baud rate: 57600

Bits: 8

Stop bit: 1

Verification: none

Flow control: none
Endianness: Little Endian

10.2.2 485 Master Mode

As the 485 Master to send data, it needs to turn on the “485 Send Param” function in the RAEM1

Configuration software:

423

435 Send Faram: |Enable ~ 485 Contrel Disable ~

Fig. 10-4 RAEM1 Configuration software “485 Send Param” function

The protocol format is:

Protocol Header Protocol Content CRC Verification Protocol End

» Protocol Header: 4 bytes, OxASA5A5A5

»  Protocol Content: depends on the detail protocol. See the end of the protocol. The device generates
parameters data.

»  CRC verification: 2 bytes, the CRC value is specified for this protocol content. Refer to the verification
program at the end of this protocol.

»  Protocol End: 4 bytes, 0xFCFCFCFC

10.2.3 485 Slave Mode

As the 485 Master to send data, it needs to turn on the “485 Control” function in the RAEM1 Configuration

software:
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485

485 Send Faran: |Disable b 485 Control Enable b

Fig. 10-5 RAEM1 Configuration software “485 Send Param” function

The protocol format is:

Protocol Header Protocol Content CRC Verification Protocol End

»  Protocol Header: 4 bytes, OxASA5ABAS

» Protocol Content: depends on the detail protocol. See the end of the protocol. The device controls data
messages.

» CRC verification: 2 bytes, the CRC value is specified for this protocol content. Refer to the verification
program at the end of this protocol.

» Protocol End: 4 bytes, OxFCFCFCFC

10.2.4 485 Master Slave Mode

485

485 Send Param: |Enable e 485 Control Enable w

Fig. 10-6 RAEM1 Configuration software 485 functions

When enable the parameter sending and 485 control functions at the same time, the device will enter
the Master/Slave mode, which it switches in between these two modes automatically. The communication
process in this mode is:

1) itruns in Master mode by default, which means it keeps sending parameter data out;

2) for every 5 seconds, it sends out a switch mode command to inform that it is going to switch to the
slave mode for control command transmissions. Once the slave receives the control command, it needs to
send out the control command in 1 second, which means the master wait time is for only 1 second. Please
see the mode switching commands at the end of the protocol.

3) After finishing one slave mode reception, it switches back to master mode and starts to send out

data again.
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10.2.5

485 Wire Connection

4-core Wire Signals
Red +12V

Black Ground
Yellow 485A
Green 485B

We made a test program to test the 485 communications before the shipment.

1

119

Modify

Make sure the 485 is enabled in the configuration software:
gl Device Information r Sample Setting/ Network Settings r Storage Settings r System Settings [ File View
Ethernet settings
© Static IF D Dynanic IP ‘ 192 168 . 0 . 101 | Nodi fy
WiFi settings
O Hotspot mede () Router mode Router ID: |gc_wifi_test Router password: 58888888
Report data
Report interval: 60000 (ns)
Data report serve QC Alyun Mode ~
aliyun key: 0 Aliyun sec: 0
System timing
Synchronization: Network time v Master/slave:Shave Modify
485
485 Send Param: | Enable v 485 Contrel EnabliEnable
Fig. 10-7 RAEM1 Configuration software for 485
After hardware connection and turning on the RAEM1, it will automatically send in the data.




Fig. 10-8 RAEM1 485 hardware test setup

3) In our test program, the data were interpreted and displayed in the window:

% =0 485 %4
BASOS GRfl: COMS) : |COM3 || soweo | i 08 T
Ein: A

amp: 99.240163

asl: 79.069418

rms: 13.434045

power: 115496.025846
durning_time: 1690
rising_time: 978

rising_num: 30

ringing_num: 66
arrive_time_sec: 164066891
arrive_time_ns: 490010870

Fi:

amp: 99.252364

asl: 79.069418

rms: 13.434300

power: 115500.411653
durning_time: 1690
rising_time: 978
rising_num: 30
ringing_num: 66
arrive_time_sec: 1640668941
arrive_time_ns: 492010870

N

amp: 82.714260

asl: 56.871149

rms: 0.964269

power: 595.045093
durning_time: 3059
rising_time: 459
rising_num: 74
ringing_num: 303
arrive_time_sec: 1640668941
arrive_time_ns: 513843870

Fig. 10-9 RAEM1 485 serial test software example as Master

4)  When we requested to read the configurations, it returned the configuration setups:
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rs485_send_enable: 1 ~
measure_type: 1

measure_time_interval: 3600

measure_time_durning: 120

Mgt
Mg i
AN

version: 0

device_id: 6
read_wrte_flag; 0
should_reboot: 0
start: 1

trigger_db: 58

eet: 10000

hdt: 1000

hit: 16

speed: 1000
fiter_en: 0
fiter_choice: 50
report_type: 0
report_dest: 0
report_port: 0
report_interval: 6000
para_save_enable: 0
wave_save_enable: 0
rs485_send_enable: 1
measure_type: 1
measure_time_interval: 3600
measure_time_durning: 120

FHRE RN

TR d =t 30 v

Fig. 10-10 RAEM1 485 serial test software example as Slave
5) The baud rate of RS485 protocol in REAM1 is 57600 bps. Theoretically, there are maximum 100

groups of data per second. During our tests, we sent 500 pulses per second for 10 seconds and it
received all 5000 groups of data, but it took more than 10 seconds to receive. So if there are more
100 groups of data per second, it would take extra time to receive data after the pulses are sent and

it might loss some data over time if there are too many data sending for a long period.

Please contact Qingcheng company for up-to-date detail protocols.
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